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1. INTRODUCCION.

Para algunas series de SAl, sistemas DC y estabilizadores de la
marca SALICRU es posible monitorizar los equipos en tiempo real,
de forma totalmente remota y sin necesidad de estar en la misma
red donde se encuentra instalado el equipo.

Para ello, esté disponible una plataforma y una aplicacién movil
donde el usuario tiene la posibilidad de visualizar el estado del
equipo, controlar la tarjeta de comunicaciones, visualizar la
localizacion del equipo y personalizar notificaciones en caso de
alarma.

En las series SLC ADAPT2, SLC CUBE4, SLC TWIN PRO3,
y SLC TWIN RT3 podré saber si el equipo esta conectado y
enviando datos a la nube buscando el siguiente icono:

t

En caso contrario, se mostrard el siguiente icono:

/‘As

Los motivos que pueden hacer que un equipo no esté conectado
son:

¢ latarjeta no esta conectada correctamente a la red.

e lared en la que esta conectada la tarjeta no tiene acceso a
internet.

1.1. EQUIPOS COMPATIBLES CON CONECTIVIDAD.

Serie SAI/UPS Nimbus - MAXI

Nimbus - MINI loT integrado

SLC CUBE3/3+

SLC X-PERT

SLCX-TRA

SLC ADAPTX

SLC ADAPT2

SLC CUBE4

SLC TWIN RT2

SLC TWIN PRO2

SLC TWIN/3 PRO2

SLC TWIN PRO3

SLC TWIN RT3

Sistemas DC ( *)

DC POWER-S

DC POWER-L

QO ©(0|00(0|00(0|0(0|0

Estabilizador de Tension ( * )

EMi3 (/]

(*) La conectividad para estas series solo se ofrece mediante el panel de
telemantenimiento. No estan disponibles en la aplicacion movil.

O 0|0 (0|0(QQQ0(Q|0|0|0|0(0

O 0|0 (00000000000
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2.

INSTALACION.

2.1. CON TARJETA NIMBUS.

Si se dispone de una tarjeta NIMBUS proceder de la siguiente
manera.

1.

Retirar el plastico protector de la pila de la tarjeta NIMBUS.

Lengiieta de
plastico

=

Pila

Conectar la tarjeta NIMBUS en la ranura correspondiente de
un equipo previamente conectado. Debe quedar encajada.

La tarjeta se alimentara directamente del equipo y por lo tanto
no es necesaria alimentacién externa. Si se ha introducido
correctamente la tarjeta, los LEDs de alimentacion se
encenderan en azul.

LEDs de
alimentacion

3. Conectar un cable RJ45 con un extremo en la tarjeta y el otro

a la toma de ethernet. Las luces del puerto RJ45 de la tarjeta
deberan encenderse.

LEDs del
puerto RJ45

Una vez alimentada correctamente la tarjeta NIMBUS en el
equipo, ya estara lista para su uso. La dltima version disponible
para la tarjeta NIMBUS ya vendra instalada por defecto.

Colocando la tapa de proteccion de la tarjeta NIMBUS,
finalmente deberfa verse como en la imagen siguiente.

©

2.2. SIN TARJETA NIMBUS.

Paralas series SLCTWIN PRO3/RT3, ademas de permitir su
conectividad con una tarjeta NIMBUS, también es posible
conectarse sin ella. Dispone para ello, de dos formas.

2.2.1. Conectividad integrada mediante Ethernet.

Puerto RJ45

Simplemente conectar un extremo de un cable RJ45 a la entrada
° E; @

Ethernet del SAly otro a la red.
° ©

g2
Ol BOW
2

Conexion Ethemet en los SAls de la serie SLC TWIN PROS3.

{EEEE)
° BB

Fig. 1.

)
®
)

Puerto RJ45

Fig. 2. Conexion Ethemet en los SAls de la serie SLC TWIN RI3.

Nota: Revisar los requisitos del firewall para usar la
actualizacion de firmware OTA. Debe habilitar el acceso en
http://firmware.salicru.com y tomqtt.2030.Itsapis.google.
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http://firmware.salicru.com y tomqtt.2030.ltsapis.google

Importante: Se requiere la sincronizacion del servidor NTP Nota: Puede que tenga que hacer clic en la opcion

para garantizar la correcta conexion a la nube y la “Avanzado > Continuar en sitio no seguro” la primera
transferencia de datos. Debe tener acceso a http://pool.ntp.org ; de Vez que entra en la pagina web.
lo contrario, modificar su servidor NTP para que loT obtenga la
marca de tiempo correcta.

2.2.2. Conectividad integrada mediante dispositivo WiFi.

1. Conectar el dispositivo WiFi en el puerto HDMI indicado para
la conexion WLAN. Esperar que el LED empiece a parpadear
indicando una buena conexion.

2. Mantener pulsado el botén ON/OFF del dispositivo durante
4-5 segundos. EI LED empiezard a parpadear a una frecuencia
mas elevada, indicativo de que ha cambiado de estado a modo
“Access point (AP)".

Boton
ON/OFF

5. Una vez haya introducido todos los datos relacionados con su
red WiFi, hacer clic en “Save” y esperar unos segundos. El LED
debera cambiar de estado de parpadeo a fijo.

L LED

3. Utilizar un ordenador o teléfono mévil para conectarse a la red
WiFi “WLANDongle" (contrasefia: welcome12) proporcionada
por el dispositivo WiFi.

4. Conectarse a la siguiente url http://192.168.1.1. Aparecera
un portal de configuracion WiFi donde deberd introducir las
credenciales de su red WiFi.

Importante: Existen las siguientes limitaciones de red
WiFi que deben considerarse para conseguir una
conexion satisfactoria:

3 El nombre del WiFi (SSID) debe contener exclusivamente
nimeros y letras.

O Los caracteres especiales no estan soportados.

O Las redes WLAN piblicas que requieren de una segunda
autentificacion no estan soportadas.

O Los WiFi routers de 5GB no estan soportados.

O Algunas redes WLAN que necesiten habilitar funciones
especiales como “MAC whitelist” requeriran ese paso
adicional.

SALICRU
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6. Finalmente, asegurar habilitar el servicio lol integrado del
UPS a través de la pantalla para poder ver reflejado el cambio
del icono de conectividad (nube) una vez el dispositivo quede
registrado.

Importante: Si durante el proceso de conexion WiFi
se produce un evento inesperado, revisar la siguiente

tabla.
Estado del LED Descripcion Accion
LED apagado Conexién con el Revisar la conexién entre el

UPS no es buena. | dispositivo y el UPS.

LED parpadea El dispositivono | Revisar los requermientos de la
lentamente (1 esta conectado al | red WiFi.

flash/segundo) | router. Revisar que las credenciales
introducidas son correctas.

Asegurar que la intensidad de
la sefial WiFi sea "fuerte” o

al menos "media“. Puede ser
importante, ya que si la sefial
es “débil”, la conexion sera

inestable.

LED parpadea El dispositvo Conectarse a http://192.168.1.1
rapidamente (4 | estd en modo para establecer la conexion con
flash/segundo) | Configuracion. el router.
LED encendida | La conexion

al router se

ha realizado

correctamente.
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3. PUESTA EN MARCHA.

3.1. REQUERIMIENTOS PREVIOS.

Independientemente del método de conexién a la nube que se
utilice (tarjeta NIMBUS / loT integrado) se requiere la sincronizacion
del servidor NTP para garantizar la correcta conexion a lanube y la
transferencia de datos.

Debe tener acceso a http://pool.ntp.org ; de lo contrario, modificar
su servidor NTP para que loT obtenga la marca de tiempo correcta.

3.1.1. Configuracion del servidor NTP con tarjeta
NIMBUS.

Acceder al panel web de la tarjeta NIMBUS, conectandose punto a
punto con un cable Ethernet. Para ello, seguir los siguientes pasos:

1. La tarjeta cuenta con una direccion IP fijada siempre en
100.0.0.1. Para conectarse a su subred, es preciso crear una
nueva conexion de red con los siguientes parametros:

O Address: 100.0.0.2

O Netmask: 255.255.255.0
O Gateway: 100.0.0.1

2. Conectar el cable Ethernet de la tarjeta de comunicaciones
directamente al ordenador, o bien a un switch que le permita
hacer de punto de acceso.

3. Configurada correctamente la red en su ordenador, y sin
ninguna otra fuente de internet posible (desconectar el WiFi
si fuera necesario), introducir la direccion https://100.0.0.1 en
su navegador.

4. Conectarse al panel con las siguientes credenciales:

usuario: engineer
contrasefia: SLC3ngTn

5. Iralaseccién “System > Date & Time".

6. Configurar correctamente los servidores NTP, en funcién de
sus preferencias. Hacer clic en “Guardar”.

7. Ir a "System” > "Network” y hacer clic en la pestafia
“Connectivity Test”. Realizar el test pulsando el botdn.

8. Comprobar que no hay ningun error con la connexién NTP.

3.1.2. Configuracion del servidor NTP sin tarjeta
NIMBUS.

Acceder al panel web y a la IP que se muestra en el display del
equipo. Para ello, seguir los siguientes pasos:

1. Eneldisplay del equipo, navegar hasta “ldentification”. Dentro
de esta seccion se encuentran las rutas “Embedded loT IP” y
“WLAN IP”. En funcién del método utilizado para conectarse a
lanube, escoger una IP u otra. La opcién que no esté conectada
aparecera con “0.0.0.0".

2. Introducir en el navegador la direccion IP del display del equipo.

3. Conectarse al panel con las siguientes credenciales:

usuario: admin
contrasefia: Admin*1
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4. lIralaseccion “Settings” > “Preference”. Credenciales de acceso:

e Username: admin
e Password: Admin*1

5. Configurar correctamente los servidores NTP, en funcién de
sus preferencias. Hacer clic en “Guardar”.

3. En el caso de no poder acceder con estas credenciales,
proceder a restablecer la opciones del SAI.

. ., 4. Una vez obtenido el acceso, se dispone de 4 opciones en el
3.1.3. Configuracion de la IP. apartado Settings = Network para cambiar la manera en

_ y _ _ ' que el equipo obtiene la IP:
Para realizar la conexién a la interfaz del equipo es necesario

conocer de antemano la IP asignada por DHCP. Para ello seguir los a. Statically Hardcored: se restablece la IP por defecto
siguiente pasos: 192.168.1.254.
1. Eneldisplay del SAl ir a la opcion Identificacion - Embed b. DHCP Allocated: se obtiene la IP via DHCP.

ethernet IP. c. Taken from NV: se establece una IP estatica.

2. Entrar en el navegador web con la IP proporcionada por el
display.

Una vez establecida la conexion se cargard esta interfaz.
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3.2. REQUERIMIENTOS DE FIREWALL.

3.2.1. Requerimientos de firewall para
conectividad con tarjeta NIMBUS.

Tener siempre activado el acceso a https://archive.salicru.com con
el puerto 443. Este web se utiliza para actualizar de forma remota
|a tarjeta de comunicaciones NIMBUS, con lo que si no se garantiza
Su acceso la tarjeta no podré ser actualizada periddicamente.

Ademas, se requieren puertos adicionales abiertos, que se detallan
a continuacion.

3.2.1.1. Opcion 1 (recomendada): apertura
completa de puertos 443 y 8883.

Para que la conexion y el envio de datos se produzca de manera
satisfactoria contra el portal de telemantenimiento, es necesario
que la tarjeta tenga abiertos los puertos 443 (https) y 8883
(MQTT) de modo que permitan la salida de datos y la conexion
con el servidor desde cualquier IP. Esto permitird una conexion
correcta y estable de su equipo en el portal.

3.2.1.2. Opcio6n 2 (no recomendada): relacion
hostnames y puertos de google.

En los casos en los que la primera opcion sea excesiva, la
conexion puede establecerse también mediante unas normas mas
restrictivas que se detallan a continuacion. Es importante fijar el
hostname por reglas FODN y no por IP, ya que estas Ultimas son
variables.

Es importante destacar que con este método la conexién es
correcta, pero no es estable. Pueden producirse cortes de conexién
si el firewall no resuelve correctamente el hostname fijado.

Hostname Puerto
maqtt.googleapis.com 443y 8883
europe-west1-mqtt.clearblade.com 443y 8883
WWWw.googleapis.com 443
oauth2.googleapis.com 443
accounts.google.com 443

3.2.2. Requerimientos de firewall para
conectividad sin tarjeta NIMBUS.

Tener siempre activado el acceso a https://firmware.salicru.com
con el puerto 443. Este web se utiliza para actualizar de forma
remota el dispositivo loT integrado en el dispositivo, con lo que si
no se garantiza su acceso, el dispositivo no podra ser actualizada
periédicamente.

Ademas, se requieren puertos adicionales abiertos, que se detallan
a continuacion.

3.2.2.1. Relacion hostnames y puertos de google.

Hostname Puerto
tomqtt.2030.Itsapis.google 443y 8883

10
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4. REG|STRAR UN EO_U”DO EN LA 3. Fgﬁlaadirp’)’estaﬁa “Mis dispositivos” hacer click en el botdn
NUBE. |

4.1. MEDIANTE LA APLICACION NIMBUS
CLOUD (SOLO UPS/SAI).

Si se dispone de alguna serie de SAI/UPS compatible con
conectividad, seguir los siguientes pasos:

1. Descargar la aplicacion NIMBUS CLOUD disponible en App
Store y Play Store.

El OR con el link de descarga se encuentra en la etiqueta del
dispositivo.

4. Seleccionar la opcion “Codigo QR”.

2. Iniciar sesion en la aplicacion. Si no se dispone de una cuenta
es preciso registrarse. Si se dispone de una cuenta creada con
algtin otro servicio de SALICRU, es posible utilizar la misma.
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5. Es_canee el C(_idigo_ QR del dispositivo que encontrard en la 4.2. MEDIANTE PORTALWEB (SOLO
etiqueta del dispositivo. ESTABILIZADORES DE TENSION Y
SISTEMAS DC).

Si se dispone de una serie de sistemas DC o estabilizadores de
tension compatible con conectividad, seguir los siguientes pasos:

1. Escanear el codigo QR del dispositivo que se encuentra en la
etiqueta del dispositivo.

2. Hacer clic en el link que aparecera en pantalla. Ello debera

redirigir a la web https://nimbus.salicru.com.

3. |Iniciar sesion en la pagina web. Si no se dispone de cuenta, s
preciso registrase. Si se dispone una cuenta creada con algin
otro servicio de SALICRU, es posible utilizar la misma.

4. La pagina se redirigird a la pagina de creacion del dispositivo
con la informacién del equipo correctamente cumplimentada.
Terminar de llenar los campos “Nombre del dispositivo” y
“Localizacion”.

5. Hacer clic en el botén de guardar para finalizar el registro del
dispositivo.

6. En la pestafia "Dispositivos” apareceré el dispositivo creado.
Esperar a que se establezca la conexién correctamente. El
dispositivo ya esta listo para su uso.

6. La péagina se redirigird a la pagina de creacion del dispositivo
con la informacién del equipo correctamente cumplimentada.
Termine de llenar los campos “Nombre del dispositivo” vy
“Localizacion”.

7. Hacer clic en el botén de guardar para finalizar el registro del
dispositivo.

8. En la pestafia de “Mis dispositivos” apareceré el dispositivo
creado. Esperar a que establezca conexién correctamente. El
dispositivo ya estd listo para su uso.

SALICRU
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1. INTRODUCTION.

For some series of UPS, DC systems and stabilisers of the SALICRU
brand, it is possible to monitor the equipment in real time, com-
pletely remotely and without the need to be in the same network
where the equipment is installed.

For this purpose, a platform and a mobile application are available
where the user can view the status of the equipment, control the
communications card, view the location of the equipment and cus-
tomise notifications in the event of an alarm.

Onthe SLC ADAPT2, SLC CUBE4, SLC TWIN PR03, and SLC
TWIN RT3 series, you can find out if the device is connected and

sending data to the cloud by looking for the following icon:

t

Otherwise, the following icon will be displayed:

Reasons that may cause a computer not to be connected are:

%

a

The card is not properly connected to the network.

The network to which the card is connected does not have

internet access..

1.1. COMPATIBLE EQUIPMENT WITH CONNECTIVITY.

Serie SAI/UPS

Nimbus - MAXI

Nimbus - MINI

Integrated loT

SLC CUBE3/3+

SLC X-PERT

SLCX-TRA

SLC ADAPTX

SLC ADAPT2

SLC CUBE4

SLC TWIN RT2

SLC TWIN PRO2

SLC TWIN/3 PRO2

SLC TWIN PRO3

SLC TWIN RT3

DC (*) systems

DC POWER-S

DC POWER-L

QO ©(0|00(0|00(0|0(0|0

Voltage Stabiliser ( *)

EMi3

(*) Connectivity for these series is only offered via the remote maintenance panel.

Not available on the mobile App.

O 0|0 (0|0(QQQ0(Q|0|0|0|0(0

O 0|0 (00000000000
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2. INSTALLATION.

2.1. WITH NIMBUS CARD.

If you have a NIMBUS card, proceed as follows.

1. Remove the protective foil from the battery of the NIMBUS
card.

©

Plastic tab

2.2. WITHOUT NIMBUS CARD.

Forthe SLC TWIN PRO3/RT3 series, in addition to allowing
@ connectivity with a NIMBUS card, itis also possible to con-

nectwithouta NIMBUS card. There are two ways to do this.

2.2.1. Integrated Ethernet connectivity.
Pil
- Simply connect one end of an RJ45 cable to the Ethernet input of
2. Plug the NIMBUS card into the corresponding slot of a the UPS and the other to the network.

previously connected device. It must be snapped into place. RJ45 port

The card will be powered directly from the device and there-
fore no external power supply is required. If the card has been ®
inserted correctly, the power LEDs will light up blue.

° @ @
Power LEDs
0 T T

Q,MMQ."“‘@'. @2@

O O
i S

3. Connect an RJ45 cable with one end to the card and the other
to the Ethernet socket. The lights on the RJ45 port of the card
should come on..

) Fig. 1. Ethemet connection on the SLC TWIN PRO3 series UPSs.

TEEEED
- EBEB);

LEDs del
puerto RJ45

4. Once the NIMBUS card has been correctly inserted in the RJ45 port
equipment, it is ready for use. The latest available version of Fig. 2. Ethemet connection on SLC TWIN RT3 series UPSs.
the NIMBUS card will be installed by default.
By placing the protective cover on the NIMBUS card, it should Note: Review the firewall requirements for using the OTA
finally look like the following picture. firmware update. You must enable access in http://firm-

ware.salicru.com and tomgqtt.2030.Itsapis.google.
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Important: NTP server synchronisation is required to en- Note: You may have to click on the "Advanced > Con-
sure correct cloud connection and data transfer. You must tinue on unsecured site" option the first time you enter
have access to http://pool.ntp.org; otherwise, modify your NTP the website.
server so that loT gets the correct timestamp.

2.2.2. Integrated connectivity via WiFi device.

1. Connect the WiFi device to the HDMI port indicated for WLAN
connection. Wait for the LED to start flashing to indicate a
good connection.

2. Press and hold the ON/OFF button on the device for 4-5 sec-
onds. The LED will start flashing at a higher frequency, indi-
cating that the status has changed to "Access point (AP)"
mode.

ON/OFF
button
5. Once you have entered all the data related to your WiFi net-
work, click on "Save" and wait a few seconds. The LED should
change from flashing to steady state.
LED

3. Use a computer or mobile phone to connect to the WiFi net-
work "WLANDongle" (password: welcome12) provided by the
WiFi device.

4. Connect to the following url http://192.168.1.1. A WiFi configu-
ration portal will appear where you will have to enter your WiFi
network credentials.

Important: There are the following WiFi network limi-
tations to consider in order to achieve a satisfactory
connection:

3 The WiFi name (SSID) must contain only numbers and let-
ters.

O Special characters are not supported.

O Public WLANSs that require a second authentication are
not supported.

O 5GB WiFi routers are not supported.

O Some WLANs that need to enable special features such
as "MAC whitelist" will require this additional step.

SALICRU



6. Finally, make sure to enable the integrated loT service of the
UPS through the screen to be able to see the change of the
connectivity icon (cloud) reflected once the device is regis-
tered.

Important: If an unexpected event occurs during the
WiFi connection process, check the following table.

LED status Description Action
LED off Connection to the | Check the connection between
UPSisnotgood. | the device and the UPS.
LED flashes The device isnot | Check the WiFi network

slowly (1 flash/
second)

connected to the
router.

requirements.

Check that the credentials
entered are correct.

Ensure that the WiFi signal
strength is "strong" or at least

‘medium". This can be important,

because if the signal is "weak",
the connection will be unstable.

LED flashes The device is in Connect to http://192.168.1.1
rapidly (4 Configuration to establish a connection to the
flashes/second) | mode. router.

LED on The connection

to the router was
successful.

USER MANUAL
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3. COMMISSIONING.

3.1. PRE-REQUIREMENTS.

Regardless of the cloud connection method used (NIMBUS / loT
integrated card) NTP server synchronisation is required to ensure
proper cloud connection and data transfer.

You must have access to http://pool.ntp.org ; otherwise, modify
your NTP server so that loT gets the correct timestamp.

3.1.1. NTP server configuration with NIMBUS
card.

Access the web panel of the NIMBUS card, connecting point-to-
paint with an Ethernet cable. To do this, follow these steps:

1. The card has an IP address that is always set to 100.0.0.1. To
connect to its subnet, a new network connection must be cre-
ated with the following parameters:

O Address: 100.0.0.2
O Netmask: 255.255.255.0
O Gateway: 100.0.0.1

2. Connect the Ethernet cable from the communications card di-
rectly to the computer, or to a switch that allows it to act as an
access point.

3. Once the network is correctly configured on your computer,
and without any other possible internet source (disconnect the
WiFi if necessary), enter the address https://100.0.0.1 in your
browser.

4. Loginto the panel with the following credentials:

user: engineer
password: SLC3ng1n

5. (o to the section "System > Date & Time".

6. Configure the NTP servers correctly, according to your prefer-
ences. Click on "Save",

7. Go to "System" > "Network" and click on the "Connectivity
Test" tab. Perform the test by clicking on the button.

8. Check that there is no error with the NTP connection..

3.1.2. NTP server configuration without NIMBUS
card.

Access the web panel and the IP shown on the unit's display. To do
this, follow these steps:

1. On the device display, navigate to “ldentification”. In this sec-
tion you will find the routes "Embedded loT IP* and "WLAN IP".
Depending on the method used to connect to the cloud, choose
one IP or the other. The option that is not connected will appear
with "0.0.0.0.0".

2. Enter the IP address of the device's display in the browser.

3. Loginto the panel with the following credentials:

user: admin
password: Admin*1

4. (o to the section "Settings" > "Preference”..
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e Password: Admin*1

5. Configure the NTP servers correctly, according to your prefer-
ences. Click on "Save". 5

3. If you cannot access with these credentials, proceed to reset
the UPS options.

4. Once access has been obtained, there are 4 options available
in Settings = Network section to change the way in which

3.1.3. IP configuration. the equipment obtains the IP address:

In order to connect to the interface of the equipment, it is nec- a. Statically Hardcored: the default [P s restored
essary to know beforehand the IP assigned by DHCP. To do this, 192.168.1.254.

follow the steps below: b. DHCP Allocated: the IP is obtained via DHCP.

1. Inthe UPS display, go to the option Identification > Embed c. Taken from NV: a static IPis set.

ethernetIP.

2. Log into the web browser with the IP provided by the display.

Once the connection is established, this interface will load.
Access credentials:

e Username: admin
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3.2. FIREWALL REQUIREMENTS.

3.2.1. Firewall requirements for connectivity with
NIMBUS card.

Always activate access to https://archive.salicru.com with port
443. This web is used to remotely update the NIMBUS commu-
nications card, so if access is not guaranteed, the card cannot be
updated periodically.

In addition, additional open ports are required, which are detailed
below.

3.2.1.1. Option 1 (recommended): full opening of
ports 443 and 8883.

In order to successfully connect and send data against the remote
maintenance portal, it is necessary that the card has open ports
443 (https) and 8883 (MQTT) to allow data output and connec-
tion to the server from any IP. This will allow a correct and stable
connection of your equipment to the portal.

3.2.1.2. Option 2 (not recommended): google
hostnames and ports relationship.

In cases where the first option is excessive, the connection can
also be established by the more restrictive rules detailed below. It
is important to set the hostname by FQDN rules and not by IP, as
the latter are variable.

It is important to note that with this method the connection is cor-
rect, but not stable. Connection drops may occur if the firewall
does not resolve the set hostname correctly.

Hostname Port

maqtt.googleapis.com 443 and 8883

europe-west1-mqtt.clearblade.com 443 and 8883

WWWw.googleapis.com 443
oauthZ.googleapis.com 443
accounts.google.com 443

3.2.2. Firewall requirements for connectivity
without NIMBUS card.

Always have access to https:/firmware.salicru.com with port
443 enabled. This web is used to remotely update the loT device
embedded in the device, so if access is not granted, the device
cannot be updated periodically..

In addition, additional open ports are required, which are detailed
below.

3.2.2.1. Google hostnames and ports relationship.

Hostname Port
443 and 8883

tomqtt.2030.Itsapis.google
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4. REG|STER AN EO_U”DMENT IN 3. Inthe "My Devices" tab, click on the "Add" button.
THE CLOUD.

4.1. VIANIMBUS CLOUD APPLICATION
(UPS ONLY).

If you have a UPS series that supports connectivity, follow the
steps below:

1. Download the NIMBUS CLOUD application available on the
App Store and Play Store.

The QR with the download link can be found on the label of
the device.

4. Select the option "QR Code".

2. Log in to the application. If you do not have an account, you
must register. If you have an account created with any other
SALICRU service, it is possible to use the same account.
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5. Scan the OR code of the device found on the label of the de- 4.2. VIAWEB PORTAL (ONLY VOLTAGE
vice. STABILISERS AND DC SYSTEMS).

If you have a series of DC systems or voltage stabilisers that are
compatible with connectivity, follow the steps below.:

1. Scan the QR code of the device found on the label of the de-
vice.

2. Click on the link that will appear on the screen. This should
redirect you to the website https://nimbus.salicru.com.

3. Login to the website. If you do not have an account, you must
register. If you have an account created with another SALICRU
service, it is possible to use the same account.

4. The page will redirect to the device creation page with the
device information correctly filled in. Finish filling in the fields
"Device name" and "Location”,

5. Click the save button to finalise the device registration.

6. The device created will appear in the "Devices" tab. Wait until
the connection is successfully established. The device is now
ready for use.

6. The page will redirect to the device creation page with the
device information correctly filled in. Finish filling in the fields
"Device name" and "Location”.

7. Click the save button to finalise the device registration.

8. The created device will appear in the "My devices" tab. Wait
for it to establish a successful connection. The device is now
ready for use.
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Uninterruptible Power Supplies (UPS)
Power supplies

Variable frequency drives
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