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6502/G2+
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6502/G2+

1. SAFETY CAUTIONS

The installation and setup of this equipment must be done by an authorized installer.
- The current regulations oblige to protect the power supply by means of a thermal magnetic circuit breaker.
- All the installation conduits must distance at least 40 cm from any other installation.
- In regards of the power supply FA-G2+:
- Do not tight with excessive strength the screws of the terminal block at FA-G+ power supply.
- Install the power supply in a dry and secure area, protected against water drops.
- Avoid placing the power supply close to heating sources, humid or dusty areas.
- Do not cover the power supply ventilation openings area to assure air flow circulation.
- To prevent damages, the power supply has to be strongly mounted. Use a DIN rail 46277 (8 DIN) to fix it.
- To avoid an Electrical shock, do not remove the protection cover and do not manipulate the cables connected to the power terminals.

2. SPECIFICATIONS

- 2 wires video intercom system.

- It is recommended to make the installation in a wired structure through 1mm of section, low capacity and free-halogens RAP-
GTWIN/HF wire.

- Up to 32 buildings for each installation.

- (*) Up to 4 general door panels for each installation and 4 door panels for each building.

- Up to 128 apartments for each building, with the possibility to install up to 4 indoor units in each of them.

- Possibility to install a general guard unit for installation or one for each building.

- Up to 16 IP ONVIF cameras for each building with the DQ-IPCAM/G2+ module.

(*) If more than 4 door panels are needed, consult our technical service.

3. PANEL DESCRIPTION

- Front side

1302 wide angle camera
Night vision white LEDs

IK-07 and IP-65
Working temp.: -40~60°C
IR sensor

4.3” TFT LCD, 480x272 px

Navigation pushbuttons
Numerical keypad

13,56MHz RFID proximity reader

Panel fixing screws (125KHz option with the code finished in 1)

Head = ‘ 1

Head fixing screw

Light sensor

- Connection terminals RJ-45 connector

Wiegand connector

12Vin (**) RS-485 connector
CCTV and
local poweringy G ND
termiinals 12Vou
CCTV
2080
zg [z 29
220|206 > = Z 1 Electriclock 1 i
N.O. or N.C. contacts O>N|ov=Zz7T Exernal exit pushbutton bR I L o ectriclock 1 connections
— N N N o -
for the electric lock inputs

PL bus connection

(*) Tamper alarm contact near to the connection terminals.
(**) Connector for the input of IP Opener antennas.
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4. INITIAL CONFIGURATION
To configure a panel as a block panel, do the following steps:

B & ®

Access to the configuration by pressing  (*)Enter the installer code 2718 Press the “Door panel” option Choose the “Address” option of the
5 times in the indicated pushhbutton. through the keypad and validate it. from the settings menu (1/4). door panel settings (1/5).

Automatic

N

Choose the Block mode with the Enter, through the keypad, the Enter through the numeric keypad the panel Choose the automatic IP
arrows and validate the selection. block number “1” and press over number “1” and press validate. assignment. In this way, the door
the validate option. Contact with the Golmar technical service to panel will take the 192.168.100.101
install more than 4 door panels. IP address. The IP address will be
different if other parameters were
entered.

If it is necessary to us another IP address on the panel, it can be set in a manual way. To do that, you must follow the before
described steps but, in the step 8 you must choose the Manual mode, and then follow the steps described below:

192.168.1.2 255.255.255.0 192.168.1.1

Enter the desired IP address Enter the subnet mask of the Enter the Gateway address and
for the door panel and press door panel and press validate. press validate.
validate.

Once all the previous steps are done, a confirmation screen will appear.

In systems with general panels, these must be programmed in the same way as described before but, in the step number 5 the
“General” option must be chosen.

General

Choose the General mode with the (**)Enter through the numerical
arrows and validate the election. keypad the number of general

panel and press validate

You must finish the configuration process in the same way as if it was a block panel.
(*) It is recommended to change the installer code that is mentioned in this manual.
(**) Contact with the Golmar technical service to install more than 4 general door panels.
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5. ACCESS CONTROL AND LOCK SETTINGS

From the “Access” menu is possible to modify the settings and access codes as well as add or delete access cards for users or
administrators. Below, appears how to adjust the two built-in door lock relays in the 6502/G2+ door panel:

Access to the settings menu by pressing 5 Enter the installer code 2718 through Press over the “Access” option of Choose which door lock you are
times the indicated pushbutton. the keypad and validate it. the settings menu (2/4). going to modify and press validate.

Set the time (in seconds) that the Set the delay time (in seconds) of the
door lock will remain enabled. external AP exit pushbutton.

You must do the same procedure to modify the door lock 2 parameters. Only, you must choose the “Lock 2” option in the step 4.

5.1. Modify access codes

Lock 1 and 2

Choose the “Access code” option Indicate whether you want to disable the access Enter the desired 4 digits access code
and press validate. through code, if you only want to enable the and press validate. You must enter the
lock 1 or lock 2, or if you want to enable both first code and then the second one after
door locks. validating the first.

5.2. Manage access cards

For registering the access cards to the building or delete the cards already registered, do the following steps:

Choose the “Access cards” option Choose if you want to add an user card or an
and press validate administrator one.

You can register a total of 2000 access cards or fobs and assign them as user or administrator cards. In case of existing an addressbook,
the user access cards will be assigned to the apartment, being able to register up to 5 cards for each apartment, while the administrator
access cards don’t belong to any system address.
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If you want to add access cards for users, you must choose the “Add card” option. The next screen in appear will depend on whether or
no there is a created addressbook in the 6502/G2+ door panel. Below, is explained how will be the procedure to follow in both cases:

- There is not an addressbook

Show the card to be registered and If the card is not registered, this If the card is already registered, the door

panel will show this screen.

wait for the confirmation message. will be registered correctly.

- There is an addressbook

If the card is not registered, this If the card is already registered, the door

Choose or enter an apartment Show the card to be registered and
will be registered correctly. panel will show this screen.

number and validate to continue. wait for the confirmation message.

Adding administrator access cards

If you want to add access cards for administrators, as can be the block guard or the comunity administrator, you must choose the
“Administrator” option and follow the same steps as in the case of adding user access cards. The administrator cards are not assigned

to any apartment.

Show the card to be registered and If the card is not registered, this If the card is already registered, the door

wait for the confirmation message. will be registered correctly. panel will show this screen.

- Deleting access cards
If you want to delete the registered access cards in the door panel, you must choose, in the step 5, the “Delete card” option. The door
panel will give you the option of delete a single card, delete all the cards in an apartment or delete the whole number of registered

cards in the door panel. Below, is shown how to do any of the different options:
To delete a single access card from the 6502/G2+ door panel you must do the following steps:

Show the card to be deleted and wait If the card is already registered,
for the confirmation message. this will be deleted corectly.

Choose the “Single card” option
and press validate.
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In case of existing an addressbook, to delete all the cards registered in an apartment, you must do the following steps:

If the user has registered cards,

Choose the “User cards” option ~ Choose or enter an apartment number
these will be deleted correctly.

and press validate. and press validate to continue.

6. ADDITIONAL SETTINGS

Below, is shown how to modify other parameters related to the screen, the video, and the audio of the 6502/G2+ door panel, as well

as the steps to follow to enable the special call methods.
To do these modifications, choose the “Door panel” option in the settings menu:

Enter the installer code 2718 through Press the “Door panel” option

Access to the settings menu by pressing 5
the keypad and validate it. from the settings menu (1/4).

times the indicated pushbutton.

6.1. Display settings
In the screen settings section, it is possible to enable or disbale the welcome screen that the door panel shows when it gets enabled

from the idle. In the same way, it is possible to show or hide the time and date on the screen and modify these parameters in case that

the panel is displaying them.

Choose if you want the panel to show the time

Choose if you want to enable the welcome
and date and validate the selection.

Choose the screen settings.
screen and press the validate option.

03/03/19

(*)Choose the preset language of the door
panel and confirm it through the keypad.

Enter the date through the

numeric keypad. numeric keypad.

Enter the time through the

(*)The door panel will combe back to the chosen language when it goes to idle after using it, although the language is changed from

the main screen.

www.golmar.es




6502/G2+

6.2. Video settings

From the video settings section is possible to choose whether the sent video to the monitors in a call process, or a preview process
comes from the door panel or from the CCTV input of the door panel. It is also possible to modify the illumination LEDs operation mode
and if you want to notify to the visitor, that is being seen by the apartment monitor.

Door panel Automatic

Pr

Choose the video settings. Choose the video source and Set the illumination LEDs operation Choose if you want to display the video
validate the election. mode and validate the selection. of the panel in its own screen.

6.3. Audio settings

The audio settings section allows to adjust the speaker volume level and the microphone gain, enable or disable the prompt messages
of the door panel, the tamper alarm and the push confirmation tone.

Adjust the speaker volume level Adjust the prompt messages volume Adjust the microphone gain and
and confirm the set level. level and confirm the set level. confirm the set level.

Disabled

Choose if you want to enable or disable the Choose if you want to enable or disable the Choose if you want to enable or disable
prompt messages and confirm the selection.  tamper alarm and confirm the selection.  the beep pressing confirmation tone and
confirm the selection.

6.4. Special calling methods settings

The special calling methods settings section allows to enable the villa mode, with which the door panel will call to the address1 by only
pressing the door bell icon pushbutton, and the direct call to the concierge by pressing the guard icon pushbutton.

Disabled Enabled

Choose the special calling methods (*)Choose if you want to enable or disable  Choose if you want to enable or disable

settings. the villa mode and confirm the election. the direct concierge call pushbutton
and confirm the selection.

(*)In villa mode the door panel makes a call to the address number 1 with only pressing the bell icon push button.
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Disabled

[ ] i

Choose if the second call list is Choose if the second call list is Keep disabled. Choose if the icon to change the
activated or deactivated. numeric or alphanumeric. language is visible or not in the main
screen.

7. MODIFY SETTINGS ACCESS PASSWORD

Below is shown how to modify the password to access the door panel settings.It is recommended to change the password and set
another different to the default one. In this way, you can avoid that somebody can modify some configuration parameters causing a
system failure.

Access to the settings menu by pressing 5  Enter the installer code 2718 through Choose the “Password” option
times the indicated pushbutton. the keypad and validate it. from the settings menu.

B -

Enter the current password. If it hasn’t been Enter the new password and press Enter again the new password and
changed before, the default password is the validate option. press the validate option.
2718.

8. ABOUT

In the “About” section, is possible to do an user settings reset that will leave the panel with the default additional settings, an all
settings reset that will leave the panel with factory default settings, you can display in the screeen the QR code that brings you to
the door panel manual, and access to the system information section, where appears to which block the panel belongs and which IP
address the panel has.

20.09-2017

Access to the settings menu by pressing 5 Enter the installer code 2718 through Choose the “About” option from Choose the option that you want to
times the indicated pushbutton. the keypad and validate it. the settings menu. perform from the “About” menu.

If you choose any settings reset, the door panel will show a confirmation screen to avoid accidental settings reset. Confirm the reset in
this screen and wait until the panel is operative again.



9. INITIAL CONFIGURATION THROUGH THE WEB CLIENT

6502/G2+

The 6502/G2+ coded door panel alows to be configured through its web client.
To do that, you must connect your computer to the RJ45 connector of the door panel.

The factory default IP address is the 192.168.100.101. Make you sure that the network connection of your computer is in the same IP

range as the door panel. To do so, you will do the following steps:

o Go to network settings in control panel.

Change the active Ethernet network.
-0 x 8 Network and Shaing Centre
« © 2 E > ContolPee v O |SeuchContiolPanel P “ « 1 & > Control Panel » Nework and Intemet > Network and Sharing Centre:
Adjust your compuers stings i aitons View your basic network information and set up connections.
———
e and Sy e —
e D A prne.
Sbeipm e kot Comon: dwarc22
b et omind 5‘* Appearance and Personalisation —
ﬁ Network and Intemet
3 f— [P —
Hardware and Sound T - Public network Connections: @ Ethemet 3
=== @
ot e —_—
i, [ES—
v
[ [ree

30 setupa rew comection o et

[ Toublshoctprablems

— g Network and Sharing Centre T

View network status and tasks  Connectto 3 network | View network computers ¢

e Enter into “properties”. o Select Internet e Set the IP range.

== protocol IPv4.
B — 1 Protocolo de Internet version 4 (TCP/IPv4) Properties X
o i Nk s [ —" x
i o Roramkroms —
s e s Nk shams
e o
oo omms Comecting
@ ASIXAX88179 USB 3.0to Gigabt Ethemet Adapter

your
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

) @ Uso compartido de archivos ¢ mprescras para redes M A& (@ Use the following IP address:
S = el | Programador de paguetes QoS
Prtocclo de iemet versén 4 (TCP/Pyd) |

I 1P address: T192.168. 1000 10|
Bytes: s3ssn | MY =] :Mumamam

- 8 x

v U sechComoltnd £

Assign same IP range

192.168.100. XXX
\ww “This connection uses the follwing tems: (O Obtain an IP address automatically /

Next three numbers should

have a value different than 101.

1 4 Conradorde protocolo LLOP de Moot Slbnetwadc
| @hropees | | oiobie | [ dinese | 2 2 et s cvres. YR Default ateway: T192.168.100.1 | | Assign 192.168.100.1 as
& Respondedo e detecitn
= e
__ “ — —— > Obtain DNS server address automatically GateWaY-
n—m“ ; (@ Use the following DNS server addresses:
Protocolo TCP/IP. E protocolo de red de drea extensa . . .
predeterminado que pemite la comunicacion entre varias.
o merameoene: [ ]
[owen ] [lvaldate settngs upon exit
Do not assign DNS L Confirm settings.

In this moment, the computer is ready to work in the same IP range as the panel IP address.

Enter the IP address in the web browser: default IP Access to the Web Client:

192.168.100.101
e e P LN
€>C 192.168.100.101 * = €>cC 192.168.100.101

Search

= Cnlmur

Password

The password to access is 2718.

www.golmar.es
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9.1. Settings

Below is described the initial screen of the web client:

Door panel mode (0 General panel -
1 Block panel).

(*) Block number (1-32).
Panel number (1-4).

(**)Enable the CCTV input as
main camera.
Display images of the door

panel camera in the screen.
Illumination LEDs (0 OFF - 1 ON - 2
Automatic).
Enable alphanumeric call.
Enable second call list.

Prompt messages (0 OFF - 1
Prompt messages - 2 Tones).
Prompt messages volume level (1-3).

Audio communication volume level (1-3).

Microphone gain (1-3).

DOOR PANEL

Door panel mode*
Block number

Door panel number
Primary video from CCTV
Local video enable
Illumination leds **
Alphanumeric call
Second call list

Acoustic messages **

Prompt messages volume

Audio communication volume level

Microphone gain

level

*Door Panel modes

0 General - 1 Block

** llluminacion led

|
0 OFF - 1 ON - 2 Auto
|

1

2 *** Acoustic messages

0 OFF - 1 Voice - 2 Acoustic tones

Apply established settings.

(*) In case of being a general panel, it is not necessary to assign a block number to the panel.
(**) If this feature is enabled, the panel will display on its own screen the images from analog CCTV camera input in a call process.

Activate welcome screen.

Activate the push confirmation
tone.

Display time and date on screen.

Time selection.

Date selection.

Language selection.

Hide language icon in main screen.

Keep disabled.

(*)Upload a new welcome screen.

Restore the default welcome screen.

DOOR PANEL

Beep

Display Time & Date

Time(hh:mm)
Date(dd/mm/yy)

Language *

Hide language icon

Enable Vigik

* Language
1ES 2 DK

[ Previous

Go to the previous screen.

9CA

1 hola

10 EU

Welcome screen

v
v

14:25

Welcome page timeout

15/07/24 I bl O

velkommenl!

hello

.
|
|

Restore

11GA 12GR

Apply established settings.

Go to the next screen.

Lal

bienvenue!
| Mewx oag!

Go to the next screen.

@nlmm‘

Se@gs
NarEList

Access cards

Events

About

@nlmur

Set!ﬂgs
Name List
Access cards

Event log

About

(*) The welcome screen file must have a BMP format, a size of 480*272px, and must be saved as “Advertisement.bmp”.

Lock 1 unlock time (s).

AP exit button delay
time (s).

Lock 2 unlock time (s).

AP exit button delay
time (s).

(*) Activate villa mode.
Disable the direct call to concierge
pushbutton.

DOOR PANEL

LOCK 1

Unlock time

Exit button delay time
LOCK 2

Unlock time

Exit button delay time

Special calling modes
Villa mode

Enable guard button

‘ Previous ]

Go to the previous screen.

|
|

Apply established settings.

Access c |

Unlock with access code ¥
Access code 1
Access code 2

Tamper alarm

Trade button configuratio

Trade button activation time  08:00 to

Trade button activation days
Mon [J  wed [J
Tuee I T [

Fi [ sat [
sun [

Go to the next screen.

@ulmur‘

Settings
Narme tist
Access cards

Event log

About

(*) In villa mode, the door panel makes a call to the address 1 by only pressing the bell icon pushbutton.

11

Activate openning with access code.

Access codes 1 and 2.

Activate tamper alarm.

(**)Trade button settings.



(**) When pressing the key icon push button, the door panel will open the door during the activation period.

@nlmm‘
DOOR PANEL
Network
Automatic settings ¥4 Settings
Local IP 192.168.100.101
Modify network parameters Name List
of the panel. Subnet Mask —
Gateway 192.168.100.1
Access cards
DNS 8.8.8.8 =
Event log
About

[ Previous

Go to the previous screen.  Apply established settings.

9.2. Name list

In the “Name List” section appears the address list with the assigned name to each one, the block number to which belong, the
apartment number, the assigned call code and the private access code.

@n Imar
NAME LIST
Sort name list alphabetically []  Sort general panels name list by buildings
Settings
Name BLOCK n. Address Dial code Password T
Name List

Apartament 1

Apartament 2

Access cards
Apartament 3 -

Apartament 4
Event log
Apartament 5
Apartament 6
- About

Apartament 7

Import 1

Export the adressbook .CSV file. Import addressbook .CSV file.

To import a .CSV file with the door panel addressbook, this must be saved as “Namelist.csv” and it must have an established format. You

can download a sample file or export the existing file, modify it, and then upload it by matching the established format.

You can download a generic file in the “Download” section of the product website: https://www.golmar.es/products/6502-g2-
plus#product

Manually manage of the name list

Either you want to create or modify some contact of the door panel name list follow the next steps:

Fx;&znﬂ 09:27

Marcar el numero de vivienda

=

X

No hay vivienda registradas

o pulsar (2 para mostar a agenda

Introducir contraseia

E & @ ' 1l [

B -
Access to the name list by pressing

the push button placed below the
notebook icon.

(-] =

Press the push button with the key

icon.

B\

Enter the system settings password.

(-1 =

Choose whether you want to add a
new contact, edit or delete an existing

contact.

12
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Add a contact

If you want to create a new contact in the name list follow the next steps:

Enter the name of the contact through Enter the private access code of the Enter the address set by the (*)Enter the call code for the 2nd call

the alphabetic carousel. new contact. dip-switches of the indoor unit. list.
Maximum 24 characters

Alphabetic carousel

Use the navigation push buttons in the middle to move through the different characters of the carousel. When the desired character
is found, confirm the selection with the right navigation push button. If the chosen character contains special characters (if the chosen
letter is the “A”, then “A”, “A”, “A”,... will appear) choose the desired one and confirm the selection.

To delete a character, look for the “<<” character in the carousel and confirm with the right navigation push button the deletion of the
character.

With the “A” character is possible to switch between upper and lower case letters.

If there is an existing name list, the door panel will show the name list in the screen to choose in which position the new contact will
be added.

(*) The 2nd call list sets an alternative dialling way to call to the indoor units. This can be numeric, but also alphanumeric codes are
allowed.

Edit contact

If you wish to edit a contact of the name list of the door panel follow the next steps:

Richard

Choose the “Edit contact” option. Choose which contact of the name list Is possible to modify the contact name, the
is going to be modified. private access code, and the 2nd call list call

code if it is enabled.

Delete contact

If you want to delete a contact from the name liswt of the door panel follow the next steps:

Richard

Choose the “Delete contact” option. Select which contact of the naem list is Confirm that this is the contact to be

going to be deleted. deleted.
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9.3. Access cards

In the “Access cards” section appears detailed the list of access cards in each of the system addresses. These appear listed following the
order of the registration in each address.

@nlmm‘
ACCESS CARDS

BLOCK n. Address

Card ID

1 aBefff Settings
a8597¢c
Name List

8b729¢ -

a8be53
Access cards

436452

8d2ad5 Event log

About

Export the access cards .CSV file. Import the access cards .CSV file.

To import the .CSV file of the access cards, this must be named as “Carddata.csv” and must have an established format. You can export
the existing file and upload it again to the panel after the modification by matching with the established format.

9.4. Log events

In the “Event log” section appear detailed the events that have occurred in the system such as callings, and door opennings. These

events appear sorted according to the time and date when these have taken place. Is possible to access to the whole list from the web
client or exporting it to be able to have a phisical document with the complete log event.

@u Imar
EVENT LOG
Event type Address / Code Time Date
Settings
llamando a 01001 17:00:45 01/01/2000 -
llamando a 01056 00:39:49 01/01/2000 .
Name List

Access cards

Event log

About

i Previous I

Export log events .CSV file.

Go to the previous screen. Go to the next screen.

14



9.5. About

In the “About” section appear detailed the door panel settings parameters as the block to which the panel belongs, the number of door
panel, its IP address, subnet mask, gateway, DNS, and MAC address. The hardware and firmware versions also appear detailed , and is
also possible to modify the password to access to the web client and system settings of the panel.

@ulm ar

LOCAL INFORMATION UNIT VERSION
Block number Hardware
Door panel number Firmware 26-04-2023 18:06:29 Settings
Local IP

Name List
Subnet Mask -

PASSWORD
Catsway e Access cards. Modify password to access to the web
DNS — client and door panel system settings
section.
Mac Address Event log
uiD UMO000000000
About

N
( )

Reboot Update

Reset the door panel. Update the firmware version of the door panel.

10. REMOTE ACCESS TO THE 6502/G2+ DOOR PANEL WEB CLIENT

It is possible to remotely access to the web client of the panel, so it is not necessary to directly connect the laptop to the RJ-45 port of
the door panel.

To do so, you must give the right network parameters to the door panel to the door panel in order to allow it to access the internet.
You will know that the door panel is connected with the server when the cloud icon appears in the screen.

3

Enter the URL “sixty5.golmar.cloud” in the search bar of your web browser and enter the UID of the door panel in the
“Cloud identifier” field and the settings password (2718 by default) in the “Device password” field to remotely access to the door panel
web client.

This manual refers only to the following models:

12226502A 6502/G2+ 12226502B1 6502/G2+/125KHZ BLACK
12226502A1 6502/G2+/125KHZ 12226502X 6502/G2+ INOX
12226502B 6502/G2+ BLACK 12226502X1 6502/G2+/125KHZ INOX
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6502/G2+

11. INSTALLATION DIAGRAMS

11.1. Distributed audio installation
Up to 128 audio indoor units, all with the DIP 10 in OFF position.

[ 5
[BUS]

To the junction box
connection.

B Cable A| B | C|D|B+C+D| E
RAP-GTWIN/HF 2x1mm?2/80m|20m|96m|15m| 130m |15m

230Vac

]

A

To the BUS
connector
of the first
distributor.

To the BUS connector
of the panel.

To the BUS (PL)

@) connector of the
FA-G2+.
@: [EEE[E]
e
[Sag]
E |

11.2. Daisy-chain audio installation

IN-OUT installation with 8 columns without distributors, maximum 16 audio units per column and 128 audio units in the installation.
All the indoor units must have the DIP 10 in the OFF position.
Make junction box connections.

MRaaTT  Tmaall

Ml T

To the BUS connector
of the T-ART/G2+.

To the junction box
connection.

Cable A| B |C|B+C| D
RAP-GTWIN/HF 2x1mm?2 {80m|50m45m| 95m [15m

230Vac

ezl

A

To the junction
box connection.

To the BUS (PL) connector
of the FA-G2+.

O

i@ | coem
DNEEE

EmE|
e
el

of the panel.
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6502/G2+

11.3. Distributed video installation

Up to 32 monitors in the installation.
All the indoor units must have the DIP 8 in ON position. Set the end of line resistor only in the last distributor.

Backside
of the ART 7W/G2+
monitor.

To the monitors’ BUS
connectors.

D2L-G2+

To the previous
distributor BUS

DIP8ON DIP8ON

Only in 7" Wi-Fi monitors.

@ END OF
C LINEON

DIP8ON DIP 8 ON DIP8ON DIP8ON
= onnector.
E .
To the monitors' BUS
o] connectors.

D END OF
LINE OFF

To the BUS
connector of
the first
distributor.

B

230Vac

ez

A

D4L-G2+

To the BUS
connector of
the panel.

To the BUS (M
of the FA-G2+. To the next
distributor BUS

connector.

Cable A | B | C|D |A+B+C+D| E
RAP-GTWIN/HF 2x1mm2|80m|(80m|80m[30m|  190m | 15m To the BUS (PL) connector
of the FA-G2+.
O
DIP SWITCH 8: Monitors’ End Of ﬁ@ Soos | < =
m Line Resistor. E EE%M
Bl
11.4. Distributed mixed installation
Up to 32 indoor units in the installation.
Set the end of line resistor only in the last distributor.
To the monitors'BUS
DIP SWITCH 8: Monitors'End Of ~ DIP 100N DIP 8 OFF DIP8ON connectors.
Line Resistor. =
DIP SWITCH 10: Telephones'End Of = EMD OF
Line Resistor. HNEON D2L-G2+
]

To the previous
distributor
BUS connector.

Back side of C
the ART 7W/G2+ [l 5
monitor.

DIP 8 ON DIP 10 ON DIP8ON  DIP10ON

0 the monitors’BUS
connectors.

—al—

= @ DALG2+

To the BUS (M) i To the next

of the FA-G2+. distributor BUS
connector.

D END OF

LINE OFF

B

230Vac

]

A

To the BUS
connector
of the first
distributor.

of the panel.

To the BUS (PL) connector
O of the FA-G2+.
Cable A| B | C|D|B+C+D| E
M;_ EEEE]
RAP-GTWIN/HF 2x1mm?280m|80m|80m|30m| 190m |15m %%m ......
el
E H—
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6502/G2+

11.5. Daisy-chain video installation without distributors

Up to 12 monitors in IN-OUT mode without distributors for each installation.
Set the DIP 8 to ON position only in the last monitor, the rest in OFF position.

DIP8ON

Back side of the
monitor.

DIP 8 OFF

]

Conecctions between
the monitors'BUS
connectors.

g L

’ﬁFA-GZZEJ
Cable A|B| C

RAP-GTWIN/HF 2x1mm?2|80m|(80m|15m

To the BUS
connector of
the first

monitor.

To the BUS (PL) connector
of the FA-G2+.

of the panel.

ﬁ'_>_¢ EEEE]
mEEE

e
E B D"P SWITCH 8: Monitors End Of Line C gl | =
B— Resistor. H—H

11.6. Video installation in risers with distributors

Up to 32 monitors in the installation.
All the indoor units must have the DIP 8 in ON position. Set the end of line only in the last distributor.
Is possible to do 2 risers by switching the D4L-G2+ distributor by a D2L-G2+ distributor in the lowest level.

DIP 8 ON DIP 8 ON DIP 8 ON DIP 8 ON DIP 8 ON DIP 8 ON DIP 8 ON DIP 8 ON

@ END OF
LINE ON

% END OF
LINEON

I @ END OF @ END OF
LINEON LINEON

DIP 8 ON DIP8ON |} DIP8ON DIP 8 ON DIP8ON DIP8ON " DIP 8 ON DIP8ON  DIP8ON DIP 8 ON DIP 8 ON DIP8ON DIP8ON DIP8ON 2 DIP8ON DIP 8 ON
1 Y

DEDEDIDEDEDEDEDE

D &Y enoor & enpor END OF & enpor END OF &

LINE OFF LINE OFF LINE OFF LINE OFF LINE OFF

Jowen [
1 T

B

230 Vac|

e

To the BUS connector
of the distributors.

To the BUS connectors
of the monitors.

s

= DAL-G2+
== To the BUS

connector
of the next
distributor.

Al conector BUS
del distribuidor anterior.

To the BUS
connector of
the first

distributor.

D4L-G2+

To the BUS (M)
of theFA-G2+

of the panel.

RAP-GTWIN/HF 2x1mm?2 [80m|80m|80m30m| 130m |15m of the FA-G2+.

E | =
B DIP SWITCH 8: Monitors’End Of ool
E—— Line Resistor. H— W =

Cable A|B|C|D|B+C+D| E @) To the BUS (PL) connector
@
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6502/G2+

11.7. Video installation in risers with monitors in disy-chain connection mode

Up to a maximum of 8 monitors in IN-OUT connection mode for each column and 32 monitors for each installation.

DIP8ON

DIP8ON

DIP 8 ON

DIP8ON

Back side of
the monitor.

DIP 8 OFF|

I

T 5

DIP8 OFFT

=

DIPSOFT

.
DIPB:OF T

Connections between
the monitors’BUS

connectors.

To the BUS connector
of the first
distributor.

of the panel.

Resistor.

11.8. Single lock release connection

Direct current lock release.

To the BUS (PL) connector
of the FA-G2+.

Maximum door lock release
12 Vcc/270mA.

19

END OF
LINE ON

To the monitors' BUS
conectors.

To the BUS connector

DIP SWITCH 8: Monitors'End Of Line

TF-104

D4L-G2+

To the BUS
connector of the
previous distributor.

Cable Als|c]sc]D

RAP-GTWIN/HF 2x1mm?80m|30m|8om| 130m

15m

EEEE]
falolai)

Julolol
GmE

To the BUS (PL) connector
of the FA-G2+.

Altern current lock release.

To the BUS (PL) connector
of the FA-G2+.

-

|E"m_lvn 28200
L

Place the varistor that comes with the module
directly over the door lock connectors.
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6502/G2+

11.9. Double lock release connection

Dos abrepuertas de corriente continua.

Al conector BUS (PL)
de FA-G2+.

Maximum door lock release
12 Vee/270mA.

Dos abrepuertas de corriente alterna.

Al conector BUS (PL)
de FA-G2+.

TF-104 Place the varistor that comes with the module
directly over the door lock connectors.

11.10. Additional analog CCTV camera connection

230 Vac

FA-G2+

To the BUS
connector of
the first
distributor.

Cable A | B
RAP-GTWIN/HF 2x1mm2|80m|15m)|

To the BUS connector,
of the FA-G2+.

To the BUS (PL) connector
of ther FA-G2+.

olololal < N = =

@}—i e “ CRERER)
mmmu I
EEE
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6502/G2+

11.11. 4 door panels connection

(*) Maximum distance 1m.

In installations with 1 or 2 door panels with direct current locks release, maximum 2 “AP” external openning pushbuttons. One in
each of the doro panels.

In installations with more than 2 door panels with direct locks relase, maximum 1 “AP” external openning pushbuttons, installed in
only one of the door panels of the installation.

230Vac To the BUS (PL)
connector of

FA-G2+ the FA-G2+.

To the BUS
connector of
the first

distributor.

To the BUS
connector of the
panels.

of the DPM/G2+.

Cable A|B
A A A A RAP-GTWIN/HF 2x1mm280m|15m
- To the BUS (PL)
(@) @] ] connector of the
FA-G2+.
[ololalal ooEa HEoE
@}—1 DEzE @}—1 mEEm ﬂ}—( NEOD
E @ HEE EEE
B EHE B BEE B B
H— H—
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