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1. SAFETY CAUTIONS

- The installation and setup of this equipment must be done by an authorized installer in a suitable surface and following the
current regulations.

- Do not touch the device with wet hands, or using cleaning liquids or aerosols.

- Install the device in a dry and secure area, protected against water drops or sprays.

- Avoid placing the device close to heating/cooling sources, humid or dusty areas.

- Do not cover the device ventilation openings to assure air flow circulation.

- Do not open the device cover or manipulate the monitor ‘s electric circuit.

- Danger of electric shock.

Hereby, GOLMAR S.A. declares that the radio equipment types 6507/G+ door panels is in compliance with the
Directive 2014/53/EU. Wi-Fi Frequency Band: 13,56MHz. Output power (max): 19dBm.
The full text of the EU declaration of conformity is available at the following internet address: https://www.golmar.es

2. IP G+ SYSTEM SPECIFICATIONS

- TCP/IP video intercom system with technology IP-G+.

- Installation over ethernet network.

- Up to 98 blocks in one system.

- Up to 99 entry panels at each block.

- Up to 19 general panels at each installation.

- Up to 799 flats per each block.

- Up to 19 guard units for the general compound and 9 guard units at each block.
- Up to 256 ONVIF cameras and 30 SIP servers.

3. PANEL DESCRIPTION

- Front

1302 wide angle camera
White LEDs for night vision

IR sensor

IK-10 and IP-65
Working temperature: -40~602C

7" TFT LCD, 600x1024 px.

. 13.56MHz RFID Reader
Board fixing screws

Light sensor

Header

Head fixing screw

- Connection terminals

RJ-45 connectors

12V connector (1) Wiegand connector*

2SAFE connector *

Door locks connector

* Reffer to IP Opener manuals for Wiegand and 2SAFE connections.

(1) In case to power the panel with a local power supply, the ethernet cable cannot be connected to a PoE output of the switch.
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4. PANEL INSTALLATION

1 -Avoid locating the panel exposed to direct sun light or 2- Locate the top part of the entry panel at 1,65m height from
external light sources like streetlamps, to geta good image. ground.
L85m
Lesm |
‘
‘ ‘

3- Make a hole in the wall where to fit the embedding box 4- Connect the ethernet cable (1) and hang the upper part of the
CE-6502/G+. The dimensions of the box are 132(W) x 308 (H) x panel in the nails which protrude out of the box (2), then tilt the
45 (D). Assure the box is fixed upside correctly. panel to fit into the bottom part of the box.

Mind the embedding box

orientation.

It is recommended to follow the

instructions and tips mentioned in 9

the embedding box mount guide

l
~a J

5- Fix the bottom part of the panel using the screws supplied. 6- Slide up the header supplied, to cover the bottom part of the
panel and tight the screws* underneath.

!
2]

(*) Header screw should be tight using the supplied tool.
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5. CONFIGURATION BY PANEL MENUS

Important initial configuration note:

One of the door panels of the installation is in charge to manage the system, it must be registered and connected into the network along
all the registration process of the different devices of the installation. When starting for the first time, the door panel will request the
different registration parameters to be entered.

The panel can be configured in three ways:
- By the panel menus (detailed in this section)

- By the webserver (section 6)
- By using SCT software (download the software and its manual in the downloads area of the panel).

We strongly recommed to configure the system using the Software “System configuration Tool”.

5.1 Panel registration

When the panel is connected to the network and it boots for first time, it will start with the configuration screen which starts with the
language selection screen.

Important: It is necessary that one panel is set as the master panel of the system. The master panel is set automatically on the panel
which is configured as panel number 1 at the block number 1. No further actions need to be performed. It is necessary first to register

the master panel and to keep it connected into the network along all configuration process of the rest of the devices.

A-Building door panels configuration:

Automatic
10.0.14.9
)

10.0.0.1

10.0.14.9

Set the desired language Set the block number as block number 1 Choose “Automatic” network

If a language is greyed means that if it is the first block, or its corresponding parameters assignement and the
the language is not yet available. block number. panel will reboot*.

Set the door panel number as number 1
if it is the first panel, or its corresponding
panel number.

The Block number can take a number between 1 and 98, as it is the maximum number of blocks in a system. The door panel number
can take a number in the range between 1 to 99.

*Unless a specific network conflict, always is recommended to chose the automatic assignement, then the system will set each device
with its corresponding IP address automatically.
The IP G+ system takes networks in the range 10.xxx.xxx.xxx in automatic IP assignement.
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B- General door panels configuration:

If the panel is a general door panel, the assigned block number must be the number 99. The general door panel can call all the apartment

units in the system, not only the ones in a single building as if it was a single building door panel (building panels can take the range
between 1 to 98).

For a manual assignment of the IP parameters, follow the same process as described, but in step 3, choose the Manual mode, then follow
the steps described below:

Enter the device IP address

t Automatic

L Enter the subnet mask.

.0

Enter the gateway.

Server IP:_ It corresponds to the local IP address that has been set to the master
panel. This IP address is the local IP address that has been set at the door panel num-
ber 1 of the building number 1. Then press validate.

Enter the DNS address and press validate.

Choose “Automatic” network
parameters assignement, once the
information is complete, validate

and the panel will reboot*.

C- About section & review the registered configuration.

Review the network parameters and physical address set to this panel in the About page. To access follow this steps:

Block and door panel number set.

Access the configuration by pressing 5 times on the on-
screen video or the welcome image (Image with the
word "Hola!").

In the about page you will find the UID of the panel for the remote management as described in the section 7 of this manual.
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5.2 Installer configuration menus.

To access the different configuration menus of the panel, from the home page follow the next steps:

5]
% %k K %k

<)

Audio

Contacts
Enter your code

G~ Access

DDD

Hompage buttons.

@ System

Access the configuration by pressing Access the configuration menu. (*)Enter the installer code 2718 with
5 times on the on-screen video or the the keyboard and press validate.
welcome image (Image with the word

"Hola!").

*It is warmly recommended to change the installer default password. If changed keep the new number safe, in case of lost you will

need to contact Golmar customer service.

5.2.1 Door panel settings.

A - Address

It is possible to modify the panel registration configuration, being possible to allocate the panel in another position of the system or

change its IP parameters.

Be carefull, if the panel is the master panel, it is recommended to set the panel to factory default and register it again. It must exist an other

master panel in the system to perform this operation.

Netwrk confguration Automatic > Enter the new device IP address

Local P

Enter the subnet mask.

Subnet mask

Enter the gateway.

Enter the IP address of the master panel. This IP address is the local IP address
that has been set at the door panel number 1 of the building number 1. Then press
validate.

Enter the DNS address and press validate.
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B - Display

In the display settings section, you can select:

- The background color of the door panel, choosing between orange and black.

- Adjust the duration or disable the welcome image displayed on the screen when the door panel is activated from standby.

- It is possible to add the name of the street or building to be displayed on the main screen, as well as to show or hide the date and time
on the screen.

- Modify the native language in which the door panel is displayed when it wakes up from idle*.

09:41

Date (00/MM/ 1Y) 29/03/25

English

Time (24h) 09:41

Date (0D/MM/YY) 29/03/25

(*)The door panel will come back to the selected native language when it goes to the idle state after use, even if the language is changed
from the main screen by the end user.

C- Video

From the video settings section, it is possible to select whether the video transmitted to the monitors in a call or preview process comes
from the door panel itself or from any registered CCTV camera in the system. It is also possible to modify the operation of the illumination
LEDs, choosing between always on, always off or to turn them automatically depending on the light conditions of the place.

Select Video option Select the desired settings for the
panel and confirm your selection.

D- Audio

The audio settings section allows to adjust the speaker volume and microphone gain, enable or disable the door panel's acoustic messages
and adjust the volume at which they are emitted
. It is also possible to enable or disable the tamper alarm* and the tone emitted by the door panel when the touch screen buttons are

pressed.
E Door panel

* The panel is equipped with a tamper, when selecting this option, the panel will emit an alarm tone when removed from the wall box.
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E - Contacts

In IP G+ system the contracts are added at the time to register a monitor. If the monitor from an apartment unit is not registered it
won’t appear in the panel namelist.

In this section it is possible to set the following parameters:

Second call list: Use a second relational table, for calling the monitor addresses, which needs to be edited from the webserver of the
master panel. Check the section 6.5 for more information.
Alphanumeric dialling method: Allows to use dialling codes containing numbers and letters. Second call list needs to be enabled first.

8, contacts

second call st

Alphanumeric dial code

F - Home page buttons

The home page buttons settings section, allows to select which options appear on the panel's home screen.

Select the desired settings for the
panel and confirm your selection.

Display visitor on screen:
@ When selecting this option, the image from the visitor will be displayed on the home screen, as well as in the call and communication
— process. The video stream will remove the overlap the welcome image. This option does not take effect when the option set contact
list as main page is enabled.

Contacts:
%.._ It will enable a button to access the contacts list. In this method the contacts will display all informatino, like the avatar picture or

logo or photo chosen as well the extra information.

Concierge:
It will enable the concierge button. If there is only one concierge it will directly call. Otherwise it will open the concierge lists to
select the desired one.
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-0 Access:
i) This option enables the access control through PIN code button.

_Lo'__—)b Deliveries: The deliveries function will make appear a button for trades. Pressing this button the door will open automatically.
This button will only appear within the time frame preset. Chose the tool @ to set the time parameters and lock activation.

Villa mode:
With this mode enabled, by pressing the bell button, the door panel will call the address number 1.

Set contacts list as main page:
When this option is active, the panel will wake up on the contacts list. It will display the extended information contacts list.

5.2.2 Access settings.

A -TLock1 &Lock?2

From the "Access" menus it is possible to modify the settings of the door release relays and the exit button delay time.

Main Street, 41
E Door panel

1G~ Lock1

From the "Access" section of the Enter the opening time of the relay (0.5s - 10s)

settings select which door opener you and the delay time of the external door opening
wish to set. push button (0.5s - 10s).

The same procedure must be followed to modify the parameters of door opener 2.

B - Access codes

@ System

From the "Access" section of the settings,
select the "Access code" option.

Select whether opening by code is enabled or disabled.
Select which lock release can be unlocked, choosing between lock release 1, 2 or both, and enter the desired access codes (4 digits).
Both codes are valid for unlocking the door openers, regardless of which one is activated.

Double security: It is possible to increase access security by requiring the user to present the proximity key fob and enter the access
code to open the door.
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C - Access cards

To manage the access cards, select the access cards option.
Chose if you want to add user cards, administrator cards or perform a cards deletion.

The RFID antenna of the panel can be disabled by setting: “No” in the access cards field.

Access cards

Select the "Access cards" option.

- Add user access cards

If you wish to add access cards for users, you must select the "Add cards" option. The next screen to appear will be the contact list of

the site. The cards will be asociated to an apartment unit:

Card #0023 added

Select or enter the contact and Show the card to register and wait If the card is not registered, it will If the card is already registered, the
validate to continue. for the confirmation message. be registered correctly. door panel will display the following
screen.

- Add administrator access cards
If you wish to add access cards for administrators, such as the building janitor or the community manager, you must select

the "Administrator" option and follow the same steps as in the case of adding access cards for users. Cards assigned to an

administrator are not assigned to any dwelling.

Show the card to be registered and If the card is not registered, it will If the card is already registered, the
wait for the confirmation message. be registered correctly. door panel will display the following
screen.

www.golmar.es
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- Delete cards

If you want to delete the access cards registered on the door panel, you must select the option "Delete cards". The door panel will show
the option of deleting a single card (One card), delete all cards in an apartment or delete all access cards registered on the door panel.
The following shows how to perform each of the different options:

To delete only one card from the 6507/G+ access cards database, you must perform the following steps:

Main Street, 41

Select the "One card" option. Show the card to be deleted and wait If the card is registered, it will be
for the confirmation message. successfully deleted.

In case there is an agenda, to delete all the access cards registered in one of the apartments, you must perform the following steps:

Q cuick 1o seaRcH

Alejandro Garcia
3201

Main Street, 41

Pepe Alejo

Golmar
3201

Alex Felipez

Select the option "Select user Select or search for the contact for Confirm that you want to delete the access
cards" and press validate. which you want to delete the access cards of the selected contact. If the contact
cards. has registered cards, they will be deleted.

To delete all the access cards registered on the door panel, select the "Delete all cards" option and confirm the deletion on the
following screen.

5.2.3 System settings

System section allows you to delete the user settings of the door panel, delete all settings and change the password to access the door
panel settings.

The following shows how to change the password to access the door panel settings. It is recommended to change the password to avoid
any changes to the door panel settings that may compromise the operation of the system.

Main Street, 41 Main Street, 41

] oo

c Change password

Enter new password

Confirm new password

Click on the "Change password" op- Enter the current installer code. The  Enter the new password, confirm it and
tion. default code is 2718* validate the change later.

If you wish to delete the personal settings of the panel (address book, door opener settings, welcome images, etc.), select the "Reset
user settings" option and confirm your choice later. If you wish to return the panel to factory settings, select the "Reset all settings"
option and confirm your choice afterwards.

*It is warmly recommended to change the installer default password. If changed keep the new number safe, in case of lost you will

need to contact Golmar customer service.
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6. CONFIGURATION BY WEBSERVER

6507/G+ coded panel can be configured via its webserver. To do this, you need to connect your computer to the network.

The factory IP address of the panel is 10.0.0.254. Check that your computer network connection is in the same range. To change your
computer network parameters perform the following steps:

Change the active Ethernet network.

B etk nd S e - 8 x
v 0l 2 o T o Pt > Netorkond e > Neworkond Shreg Genre
Adjont

v U SewcrConrolpind £
¥ etwork informat
Contot o Home

andset
Viewyou v ntwors

Changa st sting:

orcae
Pubkc rework

Ad @

Connectons: af Wi 0IC26)

Redrno
Pubkc rework

&l

Change yournetnoingseting:

# ﬂ Network and Sharing Centre

+ View nefwor status and tasks  Connect to & nebwark | View network computers

0 Enter into “properties”. Select Internet e Set the IP range
- cene s * protocol IPv4.
Genera Protocolo de Internet version 4 (TCP/IPva) Properties. X
Connection 1
ot Gt Yo ks [owr—" x General
o Caneany. oreat s
et St Enaied Networkng _Sharng You can et IP settings assigned scally if your
st wins thi capabity. Otherwise, you need to ask yournetwork adminstrator IP address should start by 10
Speed: 100.0 Mbps. Comnect using: for the appropriate IP settings.
m @ ASIX AX88179 USB 3.0to Gigabt Ethemet Adapter
(oot ] (O Obtain an IP address automatically
. PO — ©Use the flowng Paddress: Next three numbers should
= = . GL = ———————
sot— MG — s || SR et P acess R —— have a value lower than 255
opes: saosn | 12057 g ~ T Subnet mask: ]
. Cortlodor e proco LLDP e Merch Defauit gateway: [w.o0.0.1] |t Assign10.0.0.1 as Gateway
@properties | Goisable | Diagnose. . Protocoko de Intemet versién & (TCP/IPYE)
B & Relbonth & ok de incoite ol Obtain DNS server address automatically
e .
. = | B @ Use the server addresses:
Desvin Preferred ONS server: L]
Protocolo TCP/IP. El protocolo de red de drea extensa
e e Atemate ONS server T
J poieklnte
- [validate settings upon exit

[ o ][ doa |
Do not assign DNS

Confirm settings
Now the computer is configured to work in the same IP range as the panel.

Type the IP in the browser: 10.0.0.254 (factory value) Login to the webserver.

[ IO ) s L 2N ] Fd
€ c 10.0.0.254 * = “« = ¢ 10.0.0.254 * =
Search
Cﬂ | manr
pa— ‘ ipﬁi"

The default password is 2718.
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6.1. Settings

The initial screen of the web client is described below:

DOOR PANEL

(**) Network parameters.

(*) Block number (1-98). Block number 1 Network )
Settings
Door panel number (1-99). Door panel number 1 Automatic settings —
Floor number. Floor number 0 > Access cards
Time. Time 09:27 T
Date. Date 20/09/2017 T 0.0 SIP servers
Associate an IP Camera. P
. B Associate camera
Sort name list alphabetically. [ — 0 Event log
IP Ad -
Separate general door panels’ name list by buildings- Sort general panels name list by buildings [ ] —
Device edition by itself. DS icss ediionialionsd | About

\‘ Apply '

Apply established settings. Go to the following .
(*) In case of a general panel, set the block number field as 99.
(**) If the automatic settings is enabled, it is not needed to assign any network parameter, the door panel will take them automatically

All panel parameters can be set from the webserver. Some are not available in the panels menu.

- Allow devices edition: This option will allow the end user to edit his own access code and name from the monitor “User setting”
screen.

- Sort general panels namelist by buildings: This option will list all users from a site in one single list, unifying all buildings users.

- Associate camera: This option will allow to stream the video from an external IP camera by ONVIF protocol. The camera neeeds to be
added into the panel devices list first.

DOOR PANEL
e * : - .
Language. Language’ Screen brightness - Screen brightness.
. . X . Settings
Ilumination LEDs. lllumination leds** Acoustic messages*** = Enable prompt messages or tones.
Audio communication level. Audio communication volume level Tamper alarm Access cards Enable tamper alarm.
Prompt messages volume Prompt messages volume level Beep Enable pressing confirmation tone.
level. Villa mode SIP servers ; ’
RTSP Enable 0 = Enable villa mode.
Enable the RTSP stream. — Alphanumeric dial code Enable alphanumeric call code.
_— B Devices S
1ES 2CS 3DK 4DE 5EN 6FR 7HR 8HuU  Second calllist vic Enable second call code.
9NL 10NO 11PT 12RO 13SI 14 SK 15GR 16 BG Hide language icon Hide language code.
Event log
***[llumination leds T
***Acoustic messages
0 Auto - 10n -2 Off
00On-10Off-2Ring About

‘ Previous ] ‘ Apply ]

Go to the previous Apply established Go to the following screen
settings.

Villa mode: with this mode enabled, by pressing the bell button, the door panel will call the address number 1
RTSP enable: Allows that an NVR targets the panel video RTSP stream, so the audio and video from the panel camera can be recorded
24/7. To perform this action contact Golmar customer service. Golmar only grants full cmpatibility with Golmar CCTV NVRSs.
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@ulmur

DOOR PANEL
. . LOCK 1 Access control
Door opener opening time 1. - Settings
Unlock time ] Double security = {**) Enable double security.
Delay of the AP exit button. Exit button delay time o Access code 1 Mecoss carde o
— Administrator access codes
. . LOCK 2 Access code 2
Door release opening time 2. — land 2.
Unlock time I Access cards sip servers
Delay of the AP exit button. Exit button delay time ! Enable RFID reader.
Devices
Event log
About
‘ Previot ‘
Go to the previous screen Apply established settings.  Go to the followingn.

(**) When the user swipes the key fob or RFID card, the panel will ask the user to enter the access code.

- Double security: when this function is enabled, the door panel requests to enter the user own access PIN code when an RFIS access card
is presented to the RFID reader to open the door.

- Access code 1&2: This is a generic access code, which can be used by the managment of the building. Codes can be between 4 and 12
digits.

Access cards: Sets if the panel is using or not RFID access cards.

@ulmur

DOOR PANEL

. Welcome screen (BMP: 480p x 272p) Home page picture (BMP: 480p x 272p) A
Duration of the welcome screen. e Settings

Set 0 to disable it.

Duration (s) 4 —

Access cards

I hallo! old! I hallo! olal
hOl.O. PR hOlO. | R SIP servers

euo! lewa oag! hellol lewa oag! o
Devices
Upload a new welcome screen. Restore Restore Event log
Restore the welcome screen to factory -
default. About
Upload a new home page screen. —
Restore the home page screen to — "
{ Previous ~—
factory default. e
Go to the previous screen. Apply established settings. Go to the next screen.

*The file must be in BMP format and 480 x 272px.
You can set two different welcome page in 6507/G+ panel. The first is the one which appears during a wake up process. This image will

last for the seconds set in the Duration field. Set the Duration to 0, to avoid showing it when the panel wakes up from idle state.
The second image is the one which appears in the home screen, unless the option Display visitor on panel screen has been selected.
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@ulmur

HOMEPAGE

Building location address. Location Set contact list / push buttons as homepage Settings Set agenda or pushbuttons
— as main screen.

Home page buttons Access cards

Homepage settings Set time and date
* Show time and date
Panel camera stream Show visitor on screen []  Display time and date <
on screen.
Agenda or push buttons. Gontacts / Pulsh butons Time (hhimm) 0041 SIP servers L
. Set time and date.
Call button to concierge. Guard bution O & RS
Access control button. Access control 7 Devices
. . -
(*) Delivery button. A 0 Background color
Selection of door lock for e gRHEYE — ; ion s
Actvate lock Event log selection style.
delivery button. *Background style =
Period of activation of the From: 00:00  to: 00:00 1-Orange 2-Black
. About
elivery button. Mon Tue Wed Thu
delivery butt o
Go to the previous screen: A | \ = Apply established

settings.

- Trade button configuration: This function allows the panel to open the door lock selected, by simply pressing the key button. This action
only is valid in the preset period of time. Out of this period of time the panel won't show the Deliveries button.

6.2. Access cards

In the “Access cards” section it is possible to check how many access credentials, cards or fobs, are registered in the door panel and to
which apartment unit the access credential belongs. The door panel also shows the Card ID number of each access credential.
It is possible to export the access credential list and import an existing file from another door panel in the installation.

(Yolmar
ACCESS CARDS .
Address Name Card ID
1001 Apartment 1 aBefff Seltjgs
1002 Apartment 2 a859
Access cards
1008 Apartment& it
1008 Apartments asbos S Server
1100 Apartment 100 436452
Devices
1101 Apartment 101 8d2ads —
Event log
Abiul
Export access creden- Export device list Import access credentials list file.

tial list file Excel file.

For remote management it is possible to edit the csv file and register new cards by using the USB reader USB-1356.
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6.3. Devices

In the “Devices” section, it is possible to check which devices, such as monitors, panels or cctv cameras are registered in the system and
edit them.

Note: Devices sectin is only visible in the master panel, since this is the one which manages the system device’s registrations

Monitor’s edition:

It is possible to modify the name of the monitors appearing on the panel’s namelist, check which IP address has been assigned, and set
a floor number to which the monitor belongs, if there is any lift control unit in the system.

(Yolmar (Yolmar
DEVICES DEVICE INFORMATION - DEVICES DEVICE INFORMATION .
© & Building 1 Ad B § Building 1 Unit number
1 Apartment 1 Settings B & Apartment 1 IP Address Settings
© Monitor 1 — ttin,
. nitor Floor number —_— Mac Address
2 & Apartment 2
— Access cards Access cards
© Monitor P — — sS ¢
SIP Server
= © Monitor 1 SlEServey
B Door panel 1 .
Defes E Door panel 1 Devices
§ Building 2 Building 2 o
Event log Event log
About About
[
[
Delete the apartment. Apply changes. Delete the monitor.

Door panel’s edition:

It is possible to modify the names of the panel which appears in the devices list, check which IP address they have, and set a floor
number, if there is any lift control unit in the system. It is also possible to manage the visibility, to set which apartments can preview the
door panel images and which cannot. General panels are always visible by the monitors.

(Qolmor (Qolmor
DEVICES DEVICE INFORMATION - DEVICES DEVICE INFORMATION -
Building 1 CONFIG VISIBILITY Building 1 CONFIG VISIBILITY.
Apartment 1 Address Settings B & Apartment 1 Building 1 o] Settings
IP Address Apartment 1
Mac Address Access cards Apartment 2 Access cards
Name Door panel 1 L)
SIP Server . SIP Server
Floor number — 8 Apartment 4 =
[ ] DeEes DeEes
Event log Event log
Abiul Abiul
[ [
Delete the door panel. Apply changes. Delete the door Apply changes.
panel.
Export the device list. Import a device list.

Export the devices list:

It is very important to make a backup copy of the panel’s device list configuration. In case the master panel is to be serviced, we can
easily upload the devices configuration into the new panel using this file.

A security copy is performed in the local microSD card supplied with the panel. It needs to be plugged into the SD card slot at the
panel side. To upload the SD card information to the new panel, contact Golmar customer service.
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CCTYV cameras

It is possible to add CCTV cameras, which are connected into the network. The cameras need to be ONVIF compatible and they need
to be in the same IP network range. Golmar only grants full compatibility with Golmar cameras.

(@olmar  Name: Set a name for the camera.

DRCES ook IP Address: IP address of the IP CCTV camera.

S User: User of the CCTV camera webserver.
Password: Password to access the camera webserver.

Settings
© Monitor 1 o

B & Apartment 2

Access cards
Monitor 1 =
Password

98 et —— The CCTV camera needs to set the video parameters:
& oot parel Stream channel: Substream
: Devices .
ertme - Resolution: 640x480 max

Event log FPS: 25

Compression: H.264
Codification: Baseline
Biterate: CBR, 512
Frame interval 20ms

About

6.4. SIP Servers and VolP phones

From the “Devices” section it is possible to add SIP devices. SIP device need to be SIP 2.0 compatible.

Name: Set a name for the SIP device.

(Yolmar
DEVICES 0 Avoseoewee s Block: Block in which the VoIP device is to be registered. (1-98).

e - — _— Address: System address for the VoIP device . (1-799).

6 5 o Afd Connection: 0 static IP - 1 to 30 from the different SIP servers*.

0 8 toens T SIP Sorver (*) If the IP transmission mode is chosen 0, it is necessary to fill an addtional
B oorpart s bevices field with the IP address of the target SIP device to be created.
o =) B If the mode is 1-30 it will be necessary first to register the panel into the

Event log

PABX server as explained underneath.

About

In the “SIP Servers” section, it is possible to check how many SIP Servers are registered in the door panel and create new ones. The
maximum number of SIP Servers is 30. To get supported on how to register the panel into a SIP server contact Golmar customer service.

@ulmur Enable/Disable the SIP Server.
SERVER LIST SERVER INFORMATION
Enabled Name of the SIP Server.
Name - Settings
IP Address of the SIP Server.
IP Adress
Access cards
Port _— * : :
Communication port. 5060 by default.
User
SIP Server
Password ~ . -
Created extension for the door panel.
Transmission mode* Bevices
5 - Password of the created extension.
Transmission mode Elent log ¢

0UDP-1TCP
Transmission mode (0 -UDP - 1-TCP).

About

Delete Apply

Delete the selected SIP Apply set param-
Server. eters.
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6507/G+

6.5. Second call list

The second call list, allows the installer to set the dialling codes different than the system codes. It allows the dialling through any other

code, even alphanumeric codes. The correlation of the monitor system address and dial code must be set through the webserver of the
master panel.

The activation can be done though the panel menus or through the webserver of the master panel only.

Note: To use second call list the master panel must be a coded panel. Nexa panel does not implement such feature.

Below appears how to enable the second call list directly in the door panel menus:

About

FIRMWARE
BULDNG.

192168100101
2552552550
1921681001
8888
00:0456:ABCESS
65432iabede!

=

Access the configuration by pressing 5 Press the "Settings" option.

Enter the installer code 2718 with the Enter the contacts settings.
times on the on-screen video.

keypad and press validate.

If the second call list is enabled in the door panel, it is possible to manage the dialling codes through the webserver devices section.

When the apartment is chosen, the fields in the picture below will appear. It is possible to assign up to 10 different names with 10
alternative call codes to the same apartment, for example two flat mates that live together and would like to appear both in the namelist.

@nlmur
DEVICES DEVICE INFORMATION
B f Building 1 Addrefs
Floor flumber - Alternative names.
Settings
ionitor 1 Name 1_Marc__ Dial number 1
partment 2 .
" Name2  Dialnumber2 Access cards Alternative call codes.
jtor =
Name 3 Dial number 3
} Apartment 3 —
q Name 4 Dial number 4 SIP Server
itor - —
Dial number 5
B Door panel 1 Dial number 6 5
E— Devices
Building 2 E Dial number 7 —
Dial numbs
Name 9 Dial number 9 Event log
Name 10 Dial number 10
About
I
N\
Import C !

Note: The event logs are associated to the system address, not being possible to know if it was called one or another from the users

registered out of the 10 under the same system address apartment unit. As well, it is not possible to identify which user in the apartment
unit did open the door by the access code.
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6.6. Event log

In the “Event log” section it is possible to check the events in the installation, and which devices involve.
It is possible to see the time and date when the event occurred and export the event log list into an Excel file.

@ olmar
Event type Address / Code Time Date
Call end 1001 2025-01-01  15:36:13

1001 -01- 15:36:08 .
Lock 2 activation 2025-01-01 Settings
Lock 1 activation 1001 2025-01-01 15:36:05
Call communication esablished 1001 2025-01-01  15:35:55 FEEEED G
Callto 1001 2025-01-01 15:36:13
SIP Server

Call connect fail 1003 2025-01-01 15:15:13
RFID access door 1 1003 2025-01-01  10:16:13 pRvices
Lock 1 activation 1006 2025-01-01 Event log
Call communication esablished 1006 2025-01-01 08:35:55
Callto 1006 2025-01-01  08:36:13 About

[ Preves ) \ )

Go to the previous Export event log Go to the next screen.
screen. Excel file.

6.7 About

In the “About” section it is possible to check the local information of the door panel, the physical address, and network parameters. It is
also possible to check the hardware and firmware version of the device and change the password to access the settings.

Py
(Qolmaor
LOCAL INFORMATION UNIT VERSION
Block number 1 Hardware 1.01 Settings
Door panel number 1 Firmware 26-04-2023 18:06:29
Access cards
Local IP 10.0.14.9 T
Subnet Mask 255.0.0.0
PASSWORD SIP Server
Gateway 10.0.0.1
Administrator
Server IP 10.0.14.9 Devices
8.8.8.8
00:46:CX:08:78:E9 Event log
UMO00000000
About

Reboot Restore Update ‘ ‘ Diagnosis

Reset to factory
default settings.

Restart the door panel. (*) Update the door panel
firmware.

*Update: Tt will update the FW version of the device. Choose the .bin file to update the firmware version of the door panel.
Warning: Do not remove the power or LAN connection during FW upgrade, it takes few minutes. If the upgrade is interrumped it may
damage the panel.

Diagnosis: If you find an strange behaviour of the panel, you can export the log file of the panel and share with Golmar customer service.
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6507/G+

7. REMOTE CONNECTION TO WEBSERVER

It is possible to remotely access the door panel's webserver, i.e. without connecting the computer directly into the same physical LAN.

To do this, you must give the door panel network parameters that allow it to access the Internet (Gateway and DNS). You will know that
the panel is connected to the server, when the cloud icon appears in the main screen.

Open a web-browser in your computer and type the URL "sixty5.golmar.cloud” in the search bar of the browser. Once in the webpage
enter the UID of the door panel in the "Cloud ID" field and the settings access password (2718 by default) in the "Device password" field
to access the device's web client remotely.

~  © Golmer Cloud = [ = =

€ > © = sitySgomardoud/s/ ax a

@nlmnr

Note: You may be asked to install the plugin. The plugin is necessary to perform the remote connection. We are constantly improvng the
security and performance of our systems. If one day the website seems not to work, remember to reinstall the pluggin as it might have
been changed.

8. CONNECTION SCHEMAS

8.1 Connection of one door lock release

Note: Always remember to connect the protection baristor component supplied with the lock.

API is an exit button.

We strongly recommend to use Golmar locks. The panel does not support more than 12Vdc-270maA.
The panel supplie 12Vdc power. For AC locks it is necessary to add an external transformer.

PRI | SEC

DC door lock release.

AC door lock release.
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8.2 Connection of two door lock release

Note: Always remember to connect the protection baristor component supplied with the lock.

AP1 is an exit button.

We strongly recommend to use Golmar locks. The panel does not support more than 12Vdc-270mA.
The panel supplie 12Vdc power. For AC locks it is necessary to add an external transformer.

Two DC door lock release.

AP2

AP1

~| - ”| = Two AC door lock release.
PRI | SEC

www.golmar.es 22




6507/G+

8.3 Typical network connection layout

23

This type of installation is done using PoE switches with compliance with IEE 802.3af. We strongly recommend to use Golmar
PoE switches SW-104..SW-124.

In case of Golmar switches, do not user port #1 for panels. Reserve it for monitors or audio units.

Network distances need to respect 100m between points.

PoE switches need to be linked using the Up-Link, we recommend not to daisy-chain more tha 14 PoE switches by the Up-Link
port. Use another base switch instead as shown in the diagram.

Base switch

[es
Connect into the LAN port marked with a monitor. To next switch
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8.3 Daisy-chain IP G+ BUS connection

Golmar developed a BUS solution for IP installations, which makes more flexible the connectivity and layout of the installations as if it
was a traditional BUS topology.

It is possible to make connections in daisy-chain. (in-out) thanks to Golmar IP G+ BUS. To do so, use the DCP-G+/48 and DCS-G+/48
switches or use an Edge 7/I0/G+ monitor which has input and output LAN ports.

Necessary elements to complete an installation in daisy-chain (in-out):

o FA-DC48/G+ power supply for each DCP/G+ injector.

o Each DCP-G+/48 injector can power up to 20 EDGE monitors.

o Use a DCS-G+ units for each monitor in the connection chain of monitors.

o Choose 6507/G+ door panels, or a modular composition for the Nexa panel to be able to register all the units in it and set a
video intercom system as below.

o Power on the door panels through standard PoE switches or directly into the DCP-G+/48 output.

o Itis possible to connect an other DCP-G+/48 at the output of a DCP-G+/48. Respect a limit of 40 devices connected through
the in-out ports to avoid the latency of the system to become too high.

-} B

EDGE 7/G C=
G+ EDGE 7W/G+ EDGE 7/10/G+
EDGE 7/G+ = =
EDGE 7W/G+ EDGE 7/10/G+
- _
EDGE 7/G+ = —
EDGE 7W/G+ EDGE 7/10/G+
_
EDGE 7/G+ - -
EDGE 7W/G+ EDGE 7/I0/G+

DCP-G+/48

E&

B
LEN

DCS-G+/48

M
Connect into the LAN port marked with a monitor.

FA-DC48/G+

We recomend to use FA-DC48/G+ power supply (48Vdc 3 Amp). Other power supplies might be used to reach a higher number of
monitors in the chain. Consult our customer service for such request.
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