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CLIENTE WEB 6502/G+

1. ANTES DE EMPEZAR
Para la configuracion del sistema, no es necesario de ningtin ordenador o software, ya que la placa gestora asigna una IP y registra
a los monitores en el sistema. En caso de configuraciones avanzadas, como la inclusion de dispositivos SIP o cdmaras adicionales, si

serd necesario el uso del cliente web. A su vez, como veremos en esta guia, también nos ofrece otras funciones de interés, como son la
exportacion de la configuracion del sistema o los registros de los eventos del mismo.

2. ACCEDER AL CLIENTE WEB
Para acceder al cliente web, necesitaremos conectar un ordenador a la instalacion.
Para ello, conectaremos un cable de ethernet desde el IN de un switch D4L-G+/POE de nuestra instalacion al ordenador.

6502/G+
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D4L-G+/PoE
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En instalaciones en las que se utilicen de switches POE, por ejemplo para alimentar camaras de CCT'V, serd posible hacer uso de un
puerto UP-LINK de este para conectar el portatil:

PUERTOS PUERTOS
POE UP-LINK

UTP

UTP

TF-104

D4L-G+/PoE 2

—
’Iw[TI:] uTp fu'rp

Una vez conectado el portatil, deberemos conectarnos a la IP de la placa gestora mediante un navegador web (Chrome, Explorer...).
En caso que nos estemos conectando a la placa gestora y hayamos seleccionado la IP automatica, la IP asignada serd 10.0.14.9. Sila placa
no se ha configurado anteriormente, su IP de fabrica sera la 10.0.0.254. Es posible comprobar la IP de la siguiente manera:

=
2 =
@

Acceda a la configuracion Introduzca el codigo de instalador Presione la flecha derecha hasta Presione la cuarta opcion
2718 con el teclado y pulse validar llegar al ment de ajustes (3/3)

Edificio 01 IP placa
Placa 01

Dijreccién IP 10.0.14.9
Mascara de red 255.0.0.0

Puerta de enlace 10.0.14.1
Direccion Mac 00:46:¢8:00:0a:92

www.golmar.es
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Antes de introducir la IP de la placa gestora en el navegador, deberemos asegurarnos de que la conexion de red de nuestro ordenador se
encuentra en el mismo rango. Para ello, realizaremos los siguientes pasos:

e Ir al “Centro de redes y recursos compartidos” en panel de control Pulsar sobre la conexion Ethernet activa

Centro de redes y recursos compartidos
Tdosts o e deconl

& 1 Todos oz clemerto: de Pane de contrl

€« v A ﬁ » Panel de control » Todos los elementos de Panel de control » Centro de redes y recursos compartidos

Ajustar la configuracién del equipo Verpon

Ventane principel delPancl de Ver informaci6n basica de la red y configurar conexiones
contrel Ver las redes activas

Administrador de Adminisrador de Adminisradorde sorido ] Barade tareasy

Administracién del color ) - ] -
] B e B ipodiives B o rien Cambiar confiauracién del

. @ oo B ORI @) s Cirado de unidad eptadar | S Red2 Tipo deacceso:  Intemet
8 ¥ compartidos BitLocker N " L. Red piiblica Conexiones: [ Ethernet
BT T g P - Cambiarconfiguracion de uso

Fecriort restauracién (W.. P P compartido avanzado
g e 2 revayton Pl de Windows oot i Foems Opclones de stresming

simacenanento Defender multimedia Red no identificada Tipo deaccesor  Sin accesol
o Heramientas ; , o :
s l Historil dearchivos @ Mouse \@ Opciones de energia 2 Opciones de indizacion Red puiblica Coneriones: ) Ethernet 4

cones de ntern ) Opciones del Explorador ) _ Programas Programas y
poones deimemet [ 2O Pane de controlde WVIDIA [0 ccererminados G cracristios
) N N N Sequridady Cambiar la configuracion de red
onocimiento devez ccuperacen B regen T Reproduccén automdtica
& re o d B rea B reg B Reproduccion automati manteniminto g i
!, Configurar una nueva conexién o red

B sistema Soludén deproblemes  §) sonido ~ Teddo & Teéfono y médem " Configurar una conexién de banda ancha, de acceso telefénico o YPN; o bien configurar un
N enrutador o punto de acceso.
o Windows o Go

[ Solucionar problemas

# th Centro de redes Y recursos Diagnosticar y reparar problemas de red u obtener informacién de solucién de problemas.
<M om partidos

Pulsar en “Propiedades” 0 Entrar en “Protocolo o Configurar rango de IP
de internet version 4

Estado de Ethemet. X Propiedades: Protocolo de Internet version 4 (TCP/IPv4) >
Genera (TCP/IPv4)” ‘
General
Conexin @ Propiedades de Ethemet X
Conectividad [Pv4: I Puede hacer que la configuracidn TP se asigne automaticamente si la
Conectividad IPv6: Smacce03| b cionesdered  Lso e red es compatible con esta ﬁ.mdonalidad; De lo contraria, d’ebera' .
Estado del medio: Habj consultar con el administrador de red cudl es la configuracién IP | — Hacer IP empiece por 10
Duradidn: %% Conectarcon: apropiada.
Velocidad:
— I Intel(R) Ethemet Connection (7) 1219V () Obtener una direcddn IP automaticamente
Confiourar (®) Usar la siguiente direccién IP: T ) o
5 Esta conexién usa los siguientes slemerttos: Direcddn IP: |____ Tres numeros siguientes
) B Clerte pars redes Microsoft & ) tengan un valor entre 1y 255
Envaces — & — ke 5o compartide de archives = impresoras pars redes M Méscara de subred: 5.0 .0 .0
B Frogramador de paquetes QoS . I Asi
350, : . . . = Asignar 10.0.0.1
61350.144 | i Clert NDIS 6.3 Packet Fter D Puerta de enlace predeterminada: 0.0 1] 1 I signa 0.0.0

622.

o 4 (TCP/IPv4)
eshabitter Dd | [J 4 Protocolo de multiplexor de adaptador de
. Controlador de protocola LLDP de Micro
<

ala puerta de enlace

|

Obtener a direccidn del servidor DNS automaticamente

(®) Usar las siguientes direcciones de servidor DNS:
1 I e R
Protocolo TCP/IP. El protocolo de red de drea extensa

predeterminado que permite la comunicacion enire varias
[ validar configuracion al salir Opciones avanzadas. ..

redes conectadas entre si.

No asignar DNS ' Confirmar configuracion

(campos en blanco)

En este instante el ordenador se encuentra configurado para trabajar en el mismo rango IP en el que se encuentra la placa gestora.
Unicamente nos quedara:

Introducir la IP en el navegador: Acceder al Cliente Web:
LN @ LI ) P
€ac 10.0.14.9 * = €>c 10.0.14.9 * | =

Search

= Cnlmur

.
Password Qb

El password para acceder es 888999.

www.golmar.es 4




3. CLIENTE WEB
A continuacion, se describen los diferentes apartados del cliente web:
3.1. Ajustes (Settings)
Desde la primera pantalla de ajustes, podemos variar la configuracion de la placa de calle. También nos permite cambiar la direccion IP
de la placa y establecer una diferente a la que el sistema le asigna automaticamente.

Longitud del codigo de llamada.v

, DOOR PANEL

Numero de bloque.

Dialing code length Network sett o, . .,
Niimero de placa - Ot o ettings Introduccion de direccién IP manual.

Door panel number Local IP 10.0.14.9 SIP servers Recuerde (]Lle la dlre(,:CIOn IP de
N de planta en la que se encuentra el Floor number Subnet mask 25000 . - SCI‘:’ldOr esla direccion IP de la placa
dispositivo (1-96). Villa mode Gateway YY) eviee gestora.
(Necesario si se dispone del controlador de Time : e — ) Restien
ascensores LCU-16/G+) Date ONs _192168.255.255 *

Event log
Activar/Desactivar el modo villa (**). About Irala pantalla siguiente.
Salir del cliente web.
Ajuste de fecha y hora.
Tiempo de apertura de la puerta (1-15s).
Modo de iluminacién de leds. . . .
DOOR PANEL Modo de funcionamiento del boton de apertura.

0= Apagados / 1 = Encendidos / 2 = Automdticos

[T ————— 2 0 = Normalmente abierto / 1 = Normalmente cerrado
Mantener el TFT encendido siempre S— Unlock time SR
(*) Prompt messages** 0 Exit button unlock mode * 0 S|P servers
Modo de mensajes vocales. Speaket level 0 Exit button delay time - Tiempo de retardo del boton de apertura.

[ ——— LU
0 = Apagados / 1-8 = Diferentes idiomas * Iflumination modes Lock 2

. Reader

Ajuste de volumen del altavoz 0 OFF-10N- 2 Auto Unlock time ] — . . .

** Prompt mods access control Eventl Activar/Desactivar la apertura mediante

== erocwt ot R e - vent log i
Activar/Desactivar tamper anti-sabotaje. 0 OFF-10N- 2 Ring tone Unlock with access code = codigo de acceso.

**% Unlock modes Access code 1 About

e ou s

0 Normally Open - 1 Normally Closed Access coda2 — Establecer los codigos de acceso.

Ir a la pantalla anterior. (Provos) — Guardar los cambios establecidos.
evious | [ apty |

(*) EI TFT hace referencia a la pantalla de la placa. Con la placa en reposo aparecera el mensaje “Pulse cualquier tecla para empezar”

(**)Con el modo villa activado, pulsando la tecla de la campana en la placa de calle, llamamos directamente a la vivienda 1 del bloque
numero 1.

3.2. Llamadas por protocolo SIP

El sistema nos permite realizar y recibir llamadas de teléfonos VoIP mediante el protocolo SIP. Disponemos de dos formas diferentes de
realizarlas, afiadiendo el teléfono VoIP directamente al sistema, o bien utilizando una centralita telefénica PABX que haga las funciones de
enlace entre los teléfonos y el mismo a través de extensiones que asignaremos a los diferentes dispositivos del sistema.

A continuacion, se describen las dos formas de realizar llamadas mediante el protocolo SIP:

3.2.1. Airadir dispositivo SIP (add SIP device)
A continuacion, se explica cdmo incluir un dispositivo SIP, en concreto se mostrara como incluir un teléfono VoIP con protocolo SIP. En
este caso, el proceso de llamada se realiza directamente. Es decir, el sistema es conocedor de la direccién IP del teléfono VoIP y no de una
extension que debe preguntar a la central telefénica.
Pasos a seguir:
1 - Conectar el dispositivo al sistema:

PUERTOS PUERTOS
POE UP-LINK

SW-104

Adaptador
230V/5Vee

+
El teléfono VoIP empleado se alimentaa 5Vec.

Por lo que se ha utilizado un puerto Up-Link para que reciba

. @ unicamente datos y alimentarlo localmente con su alimentador.
TF-104 2




2 - IP del dispositivo SIP:

Serd necesario conocer la IP del dispositivo. Por lo general, los teléfonos VoIP permiten mostrarla en el display del propio teléfono. De no
ser asi es posible utilizar programas como el mencionado con anterioridad “IP search Tool”

Si la IP del dispositivo no se encuentra en el mismo rango del sistema, serd necesario variarla por una que si lo esté 10.XX.XX.XX.
(recuerde que el PC debera estar en el mismo rango). Ver el proceso de modificacion de la IP del fabricante del teléfono.

En esta guia se ha utilizado el modelo Grandstream GXP1610 . A continuacién, se describe la forma de mdificar su IP:
3 - Modificar la IP
Insertar la IP actual del teléfono VoIP en el navegador: Acceder al apartado de red y modificar la IP y la puerta de

IP POR DEFECTO DEL TELEFONO IP POR DEFECTO DEL TELEFONO

; GRANDSTREAM

ESTADO CUENTAS AJUSTES  RED  MANTENMIENTO  AGENDATELEFONICA

]
GRANDSTREAM GXP1610 P configuracion basica
coureascrn || = | -
! i IP rango 10.XX.XX.XX
LN ECN SCEE Puerta de enlace 10.0.0.1
Acceda con los credenciales del fabricante. Almacenar los cambios y reiniciar el teléfono.
4 - Afadir el teléfono al sistema
Accedemos al apartado “devices” de la placa gestora (descrito anteriormente en la guia):
ADD SIP DEVICE
pevicE e e e R Qolmor Name _ Telefonovol Nombre con el que identificar el dispositivo
Block Bloque asociado al dispositivo

Settings
Apartment 1 1P address —

Address

Direcci6én de llamada asignada al dispositivo
Conexién “0” a través de IP

Monitor 1 MAC address sIP

— Connection
Monitor 2 [

Apartment 2 Floor number 1 CIED IP address 10.128.1.150
B oor panel 1 . .. . i
(oae ) Reader * Gonnection options Direccién IP del dispositivo
T ) ) o 01P - 1 to 30 SIP server

ite guard o

# SIPtelephone About

‘ Cancel ‘ Anadir

[ Export import | [ Add Camera | [ Add SIP Device

Pulsamos sobre ( Addcamera | [ AddSIP Device |
“add SIP device”
En este momento el teléfono ya esta ailadido y aparece en el listado de dispositivos, en este ejemplo pertenecientes al bloque 1.
En caso de realizar una llamada a la direccién 10, estableceriamos comunicacién. Durante la comunicacion, podremos realizar la apertura
delos relés 1y 2, mediante #1 y #2 respectivamente.

3.2.2. Servidores SIP (SIP Servers)

En el apartado de servidores SIP (SIP servers), podremos afiadir el dispositivo en una centralita telefénica PABX para que pueda recibir
llamadas utilizando una extensén a traves de dicha centralita. A continuacion, se muestran los pasos a seguir para afiadir el dispositivo a
una centralita:

Conectaremos la central telefonica PABX a nuestra red
mediante la salida LAN de la centralita. De este modo,
podremos acceder a su servidor web y establecer el Welcome to UCM6202
rango IP de la salida WAN de la centralita, que es por
donde la conectaremos mds adelante a nuestro sistema
para su funcionamiento.

En nuestro buscador introduciremos la IP de la red
LAN de la centralita.

NDSTREAM

Nos pedira los credenciales para poder acceder. En el dorso de la central
aparece el usuario, que suele ser “admin” y la contrasena.
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En este ejemplo utilizaremos la central UCM6202. Otras centrales pueden diferir en cuanto a su programacion. Consulte el manual de su
centralita.

Una vez hayamos entrado al servidor web de la ucmez02 =

centralita, desplegaremos los ajustes del sistema pulsando Network setings
en “System Settings” y accederemos al apartado de aj uSteS Basic Settings DHCP Client List 802.1X Settings Static Routes. Port Forwarding
de red “Network Settings” e

Network Settings 1P Method: ‘Shatic ]

En la seccion WAN, estableceremos una direccién IP
que se encuentre en el rango IP de nuestro sistema.
También tendremos que introducir la mascara de subred y
la direccién de Gateway correspondiente.

+ 1P Address 1001288

255000

10001

+ DN Server 1 e

Layer 2 QoS 802 1QVLAN | 0

Tag

Copyright © Grandstream Networks, Inc. 2014-2021. Al Rghts Reserved.

Teniendo ya la red WAN configurada para trabajar en
el mismo rango IP que nuestro sistema, el siguiente
paso sera crear una extension en la centralita para

Extensions

& Basic Settings Mecia Features Specific Time Follow Me

nuestro dispositivo. Para ello, desplegamos el apartado y
de extensiones “Extension/Trunk” y accedemos a la B e -
seccion de extensiones “Extensions’. ol
+ Extension: 1000 CallerlD Number:

En esta pantalla apareceran todas las extensiones
creadas en la centralita.

+Pemisian Inferral v + SPAAX Fassword: Golmart23

AuthD!

Voxeral Enable Lozalfoicenal v Voicernal Pasviord E: dbl)

S Voicemall Passuord

Verifiatian

La opcion “+Add” nos permitird crear una extension
nueva para nuestro dispositivo. .

Send Voicemal loEmalli Delault v KeepVoiemalalter it v

Copyight © Grndsteam Networks, rc. 20142021 Al Rights Reservc]

Anadiremos la extension deseada y una contrasefia.

Para confirmar la nueva extension creada, pulsaremos sobre
“Save”.

NOTA: Recuerde la contrasenia, la necesitara mas adelante.

Cuando hayamos afiadido la extension, serd necesario guardar los cambios aplicados. En la parte superior de la pantalla
nos aparecera el icono 4 . Pulsaremos sobre él y se habra guardado la nueva extension.

ucM6202 e 10 you sccont. T ades il _

Extensions

— e | e Habiendo aplicado los cambios ralizados, la
sats s Presecestas  Eension  CalleiDNome - Terminal Type 1P and ort Emai Sttus - pantalla nos mostrara que existe una extension
e e o creada en la centralita, que utilizaremos para

nuestro dispositivo, pero éste todavia no ha
sido registrado.

Total: 1 1 30/pagev | Goto 1

Copyriaht © Grandstream Networks,Inc. 2014-2021. AllRights Reserved.

IMPORTANTE: Conectamos la PABX a nuestra red por la salida WAN de ésta

www.golmar.es



Para asignar la extensién creada anteriormente a nuestro dispositivo, en este caso una placa de calle, entraremos en el cliente web y
accederemos al apartado de servidores SIP “SIP servers”. Aparecera la siguiente pantalla:

Observamos en la parte izquierda de la pantalla, un listado

SERVERUST  SERVERINFORMATON de hasta 30 servidores SIP que debe aparecer vacio, puesto
O ~ . . .

Enabled Settings que aun no hemos anadido la placa a ninguna centralita
Name grandstream 7 1 f! .
IPAddress  10.0.128.8 SIP servers teletonica.
port S0 n—— Al seleccionar uno de los nimeros de la lista, aparecen
User 1000 reader unos campos que hay que rellenar y la opcién de activar o
Password _— desactivar el servidor SIP.
Transmission mode* 0 - o Name: Nombre que asignaremos al servidor SIP.
. " About . .,
TTommatonmote = o IP Address: Direccion IP de la PABX que hemos

configurado (WAN).

o Port: 5060. Este puerto suele ser el de por defecto en la
mayoria de centrales.

o User: N° de extension creado.

o Password: La contrasefa establecida en el servidor
web de la PABX.

e Transmisssion mode: 0 UDP. Modo TCP no
implementado en esta version

[ Delete \ [ Apply \

Una vez hayamos rellenado todos los campos, pulsaremos sobre
“Apply” para guardar el servidor creado. Si es correcto, aparecera
el mensaje “Settings applied” Si alguno de los paramatros era
incorrecto, o bien no se puede establecer conexién con la central,,
nos aparecera un mensaje de error “Login fail”

Para comprobar que hemos realizado correctamente todos los pasos, podemos acceder al servidor web de la PABX y ver el estado de la
extension que habiamos creado anteriormente.

Observamos que el estado de la extension ha
Available 100C cambiado de “Unavailable” a “Available” y se
ha puesto de color verde.

Unicamente faltard afiadir el teléfono VoIP al sistema habiéndole creado previamente una extension en la centralita. Para ello seguiremos
los pasos descritos anteriormente, pero cuando accedamos al apartado “Add SIP device” rellenaremos los campos de la siguiente manera:

DD SIP DEVICE
Nutmero de aparicion en la lista de servidores

Name ___ TelefonovolP SIP del sistema del servidor SIP creado en la

Block centralita.
Address

Connection

Extension creada en la centralita para el
teléfono VoIP.

Telephone extension

* Connection options

0P - 1to 30 SIP server

3.3. Dispositivos (Devices)

En dispositivos (devices), nos encontramos un listado de los dispositivos existentes en la instalacion. Podemos ir consultando su
configuracion y editar ciertos aspecto de esta:

DEVICE LIST DEVICE INFORMATION

Block 1 \ Address
Settings
partment 1 1P address =

onitor 1 MAC address  o6:1161.78 SIP

lonitor 2 Name —

partment 2 Floor number Defes

B Door panel 1

— — Reader
lock D Delete | -

© Garden camera Event log
ite guard —

> SIP telephone About

[ Export } [ Import } | Add camera } | Add sIP Device

Export (exportar)
Podemos exportar la configuracion para realizar copias de seguridad.

Import (importar)
En caso de que en un futuro esta tuviera que ser recuperada, esta podria volcarse mediante la opcién importar, cargando el fichero .db que

se gener? en la exportacion.

Desde dispositivos también tenemos la posibilidad de anadir camaras ONVIF y dispositivos SIP a la instalacion. Aspectos que pasamos a
ver en detalle a continuacién.
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Add Camera (afiadir cdmara)
El sistema permite anadir cimaras Golmar con las siguientes especificas:
o Protocolo de interfaz ONVIE
o Estandar del cddec de video H.264, compatible con modo “baseline”
(*) Golmar no asegura la compatibilidad de cdmaras de otros fabricantes.

Pasos a seguir:
1 - Conectar la cdmara al sistema:

PUERTOS PUERTOS

En este esquema, la cdmara recibe datos y alimentacién

POE  UP-LINK ( del switch 48Vec.
E‘ ’l Es posible enviar datos desde un switch y alimentar la

cémara de forma local con su alimentador.

6502/G+

uTtp

uTP

UTP

FA-G+

DAL-G+/PoE
.

o

1y fEn

ce

[

2 - Conocer la IP de la cdmara:

Descubra la IP que tiene asignada la cdmara. Si no aparece reflejada la IP por defecto de la cdmara en su manual, puede conocer la IP
mediante programas como “IP search Tool”:

Q IP Search Tool

Ind. Model  DeviceNa.. Fimware Version IPaddiess SubnetMa. GateWay  DNS Edit
01 ONVF  IPC 1009999 255000 0000
IP Address 0.0.0.0
Subnet 25E.256.255. 0
GateWay 0.0.0.0
nNS 0.0.0.0
HTTP Part
RTSP Part
[10HCP Enable
llsemame  admin
Password
< o l E Forast Password
Ver. 7.1.17.5 [] Onvif MultimodeNetmask Search (A ] Modify

3 - Acceder al entorno de configuracion de la camara:

Una vez se es conocedor de la IP de la cdmara y nuestro ordenador se encuentre en el mismo rango, introducimos la IP en el navegador y
accedemos a la configuracion de la cdmara (proceso similar al descrito al inicio de la guia pero en este caso con la cdmara).

Insertar la IP de la cdmara en el navegador: Acceder al Cliente Web de la cimara:

€>cC 10.0.99.99 10.0.99.99

]
2y
0
Q

Search

(*) Sila camara es Golmar utilice el navegador Internet Explorer. Las credenciales de la cimara Golmar empleada en esta guia son las siguientes:

Usuario: admin, Password: admin

(*) Compruebe cudles son las credenciales de acceso de su camara.

www.golmar.es



4 - Modificar la IP.
@nlmur

Live |RemofeSetiing LocalSetings @ ()

Network » N

La direccion IP de la camara tendra que
Network e pasar a tener un valor comprendido entre
Client Port 10.128 XX. XXy 10.254. XX. XX.

HTTP Port

P Adaress LaIP dela puerta de enlace deberd pasar

Subnet |

Ema e aser 10.128.0.1

Gate:

Display

Network

DDNS DNS 1

s Sila configuracién de las IP del sistema es automatica,
uene utilice estos pardmetros recomendados. Si las IP de las
P2P Switch , .

cdmaras vienen dadas en otro rango, puede configurar

IPFilter

Port Range: 10: lient Port, HTTP Port )

las IP del sistema en modo manual.

Refresh save

5 - Establecer la siguiente configuracion substream:

@nlmnr
Live | Remote Sefing Local Settings @ (O
Resolucion 640 x 480 (méx)
Display Network Video Streaming
s
FPS 25
Network
Main Stream SubStream Compresién H.264
Network
Resolution
Video Streaming FPS Tipo codificacion Baseline

Video Code Type
£ma > : Tipo de Bit Rate CBR

Video Code Level
z Bitrate Control CBR .

Bitrate Mode User-defined Bit Rate 512
- (1aeraseyoes I frame interval 20ms

| Frame Interval (1~100)

IPFilter

Refresh

NOTA: Es posible que, en algin momento, el navegador le indique que se requiere instalar “plugins’, si es el caso debera instalarlos y reiniciar el
navegador. Si varia las credenciales de acceso, tenga estas presentes, ya que son necesarias para registrar la cdmara en el sistema.

6 - Registrar la cdimara configurada en el sistema
Acceda al apartado “devices” de la placa gestora (descrito anteriormente en la guia):

ADD CAMERA
—_ oves mrammaon Nombre con el que identificar la cdmara Name Camarat
B0 — - Direccion IP de la cdmara IPaddress  10.1280.125
B & Apartment 1 IP address. e User admin
© pener? s Credenciales de la cdmara Password  admin
B 8 Apartment2 Floor number 1 Devices
B Door panel 1 i X Reader ‘ Cancel ‘
Nz e e —

© Garden camera Event log
& site guard o

# SIP telephone About

eport ][ import | \ Add Camera \ \ ‘Add SIP Device

Add Camera Add SIP Device

Pulsamos sobre
“add Camera”

En este momento la cdmara ya esta afiadida y aparece en el listado de dispositivos:

DEVICE LIST DEVICE INFORMATION Es posible seleccionar que equipos tienen acceso a las
conFic — imagenes de la camara.
ettings .7 . e1le]e .
Name Cémara 1 — Para ello, marcar la opcion “visibility” y seleccionar los
Paddress 10 ‘ s dispositivos del desplegable a los que se desea dar autorizacion.
User
Password LU
— - N Reader
Delete —
Event log
About

( Export ‘ ‘ Import ‘ [ Add Camera ] ‘ Add SIP Device
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3.4. Lector de proximidad (Reader)

En caso de disponer de tarjetas de acceso registradas (ver guia rapida 6502/G+), es recomendable realizar una copia de seguridad
mediante la opcion “Export”. También se puede importar la lista de tarjetas de acceso a través de la opcion “Import”

ACCESS CARDS

3.5. Registro de eventos (Event log)

Settings

SIP

Devices

Reader

Event log

About

Es posible comprobar las diferentes acciones realizadas por el sistema desde esta pantalla,

fichero de tipo CSV mediante la opcién “Export”

Event type

callto
Communication established
Lock 1 activation

Lock 2 activation

Keypad access

RFID access

Tamper activation

Exit button activation

Callto

3.6. Acerca del dispositivo (About)

109

109

109

109

Address / Code Time

15:25:35

21:10:00

08:42:20

03:30:00

15:25:35

PEICY

27/09/2019

27/09/2019

27/09/2019

27/09/2019

28/09/2019

29/09/2019

01/10/2019

02/10/2019

27/09/2019

Settings

SIP

Devices

Reader

Event log

About

En “about” podremos ver la informacion referente a la placa, actualizar el firmware de esta

Web:

LOCAL INFORMATION

Dialing code length

Block number

Address
Informacion de la placa Local P 100149
Gateway 10.0.0.1

Subnet Mask

MAC address

Reboot

Reiniciar la placa

11

UNIT VERSION

Hardware

Firmware

PASSWORD

Administrator

Unit

[ Apply

‘ Update

0000

Actualizar firmware

dela placa

Settings

SIP

Devices

Reader

Event log

About

asi como exportar estos registros en un

o modificar la contrasefia de acceso al Cliente

Version de hardware
Version de firmware

Password de acceso al Cliente Web

(Tenga presente el nuevo password en caso de modificacion)
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